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Sources

This user’s guide was prepared using U.S. Office of Personnel Management (OPM) Draft
Agency User’s Guide for Electronic Questionnaires for Investigations Processing System version
2.00.15 of June 2009; and with OPM e-QIP training materials available to e-QIP users at website
https://opmis.xsp.org/. Other sources used or consulted include OPM document Requesting OPM
Personnel Investigations (1S-15) available open source at website
www.opm.gov/extra/investigate/1S-15.pdf, e-QIP Document Scanning and Attachments Criteria,
Condensed Agency Users Manual for Electronic Questionnaires for Investigations Processing
System version 2.00.02 — e-QIP Essentials for Agency User, and the e-QIP Quick Reference
Guide for Users and Administrators.

Scope

This guide contains general information, purpose, and use information for U.S. Marine Corps
users of e-QIP, the Electronic Questionnaires for Investigations Processing system.

How to Use this Manual

The guide is organized by paragraph and contains an appendix. Pages are numbered sequentially
starting at page one. Paragraphs and figures are numbered by paragraph number and sequential
sub-number. For example the second sub-paragraph of paragraph four is labeled 4.2; the first
subordinate paragraph to 4.2 is labeled 4.2.1, the second subordinate is labeled 4.2.2, additional
layers of subordinate paragraphs are labeled 4.2.2.1, 4.2.2.2, and so on. Figures are numbered in
a similar manner. The fifth figure of paragraph 3 is labeled Figure 3-5.

Throughout the guide certain font styles are used to improve readability.
e Windows, panels and sub-panels are bolded and italicized

e Hyperlinks are bolded and underlined*

e Buttons are bolded only

* These are hyperlinks that function in e-QIP. They do not function
in this guide. There are however functional hyperlinks in the user’s
guide to assist the user in navigating quickly within the document.
These hyperlinks have blue font

In paragraph 2 note hyperlinks to various parts of paragraph 4. Paragraph 4 is where procedures
for performing the functions of the eight user roles of e-QIP are located. Users may note that
some procedures are listed multiple times under more than one user role. This is because many
identical or similar functions can be performed by more than one user role. Consider the Initiator
role (paragraph 2.1.3). Note the Cancel Request procedure; it hyperlinks to paragraph 4.3.4.
Hyperlinks to paragraph 4.3.4 can also be found under the Reviewer (paragraph 2.1.4) and the
Approver (paragraph 2.1.5). This is because Initiators, Reviewers, and Approvers all have


https://opmis.xsp.org/�
http://www.opm.gov/extra/investigate/IS-15.pdf�

authority to cancel requests, but the procedure appears in this guide only once to reduce
confusion by eliminating duplication of exact or near-exact procedures that can be performed by
multiple users. Functions that apply to more than one user role will be located in the procedures
of the “junior” role. Note also that some user roles contain functions that are unique. For
instance, note the functions under Agency Administrator (paragraph 2.1.1), User Administrator
(2.1.2), and Business Manager (2.1.7); no other e-QIP user roles have authority to perform the
functions of any of these 3 user roles.
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1. What is e-QIP?

e-QIP is a secure website environment that is designed to house all personnel investigative forms
used to collect background information on people requiring security clearances. e-QIP is also
used to manage user agencies (U.S. Marine Corps Headquarters and all subordinate activities in
the operating forces and the supporting establishment) that initiate background investigations. e-
QIP is also used to manage e-QIP agency users who initiate, review, approve, and administer
investigation requests for Marine Corps agencies.

With e-QIP, applicants can electronically enter, update, and release their personal investigative
data over a secure internet connection to their sponsoring Marine Corps agency. Once released to
the agency, agency users with the appropriate permissions within the e-QIP system can review,
approve, and submit properly completed questionnaires to an Investigative Service Provider

(ISP).
Applicant
USMC Cgrnpletesg
Agency omime. > ‘
Initiates Questionnaire >
Investigation Attachments
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Approver
Reviews
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Questionnaire
is Complete
and Correct?

» Yes

is Complete
and Correct?

USMC Agency USMC Agency
FilesHard Forwards
Copiesand | <— Requestto ISP ¢———
Mails Finger-
1 Printsto ’ ~
L Y oy

Figure 1-1. e-QIP Investigation Initiation Process
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2. Who uses e-QIP?

e-QIP consists of two main parts that are separate and distinct from one another. The Secure
Applicant Website is where applicants complete questionnaires. The website and link are shown
on the left of Figure 2-1. The other part is the OPM Portal where agency users access e-QIP to
initiate and manage investigations and/or to manage the agency and agency users. The link to
that part of e-QIP is on the right. This guide addresses that part of e-QIP.

Secure Applicant Website OPM Portal Link to Agency

T E T

Electranic G ires for P {e-QIP)

|

Enter e-QIP
Applizant Sits

o by

swacance
Ko@)

115, Ofics of Parsonnal Elansgamasnt T03 § St o, Wianngtes, B 20406 | (707) 56,1820 | TT (703 6063

WWWwW.opm.gov/e-qip https://opmis.xsp.org

Figure 2-1. Two Sides of e-QIP

2.1 Agency User Roles and Functions. This section identifies the primary functions that
are supported by e-QIP and the user roles that have access to those functions. Certain roles have
the ability to perform certain functions within the application. Figure 2-2 below lists the user
roles. The assigned or authorized role of agency users allows the function of the role to be
performed within the scope of the agency. Group level roles, if established, can only perform the
function for requests assigned to a specific group within an agency. Most Marine Corps agencies
will not use or need groups, but are not prohibited from establishing them. Think of roles as
billets that have certain authority, responsibility, and functions within e-QIP. Note that a single
Marine Corps user may have more than one role within an agency and could have them all.

Agency Administrator | Approver

User Administrator Program Manager

Initiator Business Manager

Reviewer Agency Help Desk

Figure 2-2. e-QIP User Roles
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2.1.1 Agency Administrator. Agency Administrators are found throughout the operating
forces and supporting establishment, usually down to the battalion (and equivalent) level, but in
some cases have been established at lower levels. The Agency Administrator is an agency user
who is responsible for managing groups within a Marine Corps agency, managing agency
attributes, creating agencies, and editing Agency Use Block templates. Most Marine Corps
Agency Administrator’s main responsibilities are to perform Manage the Agency tasks. Agency
Administrators perform the following functions:

e Managing Groups. Paragraph 4.1.1.

o Create a Group. Paragraph 4.1.1.1.

0 Rename a Group. Paragraph 4.1.1.2.

0 Delete a Group. Paragraph 4.1.1.3

e Managing the Agency. Paragraph 4.1.2.

o Create an Agency. Paragraph 4.1.2.1.

o Edit an Agency. Paragraph 4.1.2.2.

o Edit Agency Use Block (AUB) Templates. Paragraph 4.1.2.3.

2.1.2 User Administrator. An agency user who is responsible for adding and managing
users within a Marine Corps agency. User Administrators can perform the following functions:

e Create and Edit Agency Users. Paragraph 4.2.1.

e List Agency Users. Paragraph 4.2.2

2.1.3 Initiator. An agency user that starts the applicant investigation, selects form(s) to be
completed by an applicant, completes the Agency Usage Block (AUB), contacts
applicants/employees to inform them that they should complete the investigation form(s) using e-
QIP, requests a reset of Golden Questions, and cancels requests. Most Marine Corps Initiators
main responsibilities are to perform initiate a request, edit AUB data, attach documents, mass
initiations, and request authentication reset tasks. Initiators perform the following functions:

e Initiate a Request. Paragraph 4.3.1

e Edit/View Agency Use Block (AUB) data. Paragraph 4.3.2.
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e View Requests. Paragraph 4.3.3.

e Cancel a Request. Paragraph 4.3.4.

e Edit Comments. Paragraph 4.3.5.

e Attach Document(s) to a Request. Paragraph 4.3.6.

e Perform Mass Initiation. Paragraph 4.3.7.

e Remove Mass Initiation. Paragraph 4.3.8.

e Remove Mass Initiation and Delete Requests. Paragraph 4.3.9.

e Review Mass Initiation. Paragraph 4.3.10.

e Request Authentication Reset. Paragraph 4.3.11.

e Delete an Applicant. Paragraph 4.3.12.

e Print Applicant Data. See Initiator — Attach Document(s) to a Request. Paragraph 4.3.6.

e Use Advanced Search. See Help Desk User — Advanced Search. Paragraph 4.8.2.

2.1.4 Reviewer. An agency user that reviews applicant data, accepts/rejects applicant
answer(s), enters comments for rejected answer(s), and attaches documents. Most Marine Corps
Reviewers main responsibilities are to perform review requests and attach documents tasks.
Reviewers perform the following functions:

e Review Request. Paragraph 4.4.1.

0 View Request - Attached Documents Metadata. See Review Request — Paragraph
4.4.1.

0 Release Request to Agency Approver. See Review Request — Paragraph 4.4.1.

0 Reject Request Directly to Applicant. See Review Request — Paragraph 4.4.1.

o Generating, Reviewing, and Sending a Rejection Letter. See Review Request —
Paragraph 4.4.1.

0 Return Request to Child Agency. See Review Request — Paragraph 4.4.1.
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o Edit Rejection Comments. See Review Request — Paragraph 4.4.1.

Download Certified Request Submission Data Forms (Archival Copy). Paragraph 4.4.2.

Edit/View Agency Use Block (AUB) data. See Initiator - Edit/Review Agency Use Block
(AUB) data. Paragraph 4.3.2.

View Request Summary. See Initiator - View Requests. Paragraph 4.3.3.

Cancel a Request. See Initiator - Cancel a Request. Paragraph 4.3.4.

Edit/View Comments for Request. See Initiator - Edit Comments. Paragraph 4.3.5.

Attach Document(s) to a Request. See Initiator — Attach Document(s) to a Request.
Paragraph 4.3.6.

Download Certified Request Signature Forms. See Initiator — Attach Document(s) to a
Request. Paragraph 4.3.6.

Use Advanced Search. See Help Desk User — Advanced Search. Paragraph 4.8.2.

2.1.5 Approver. An agency user that reviews applicant data, approves/rejects answer(s),
enters comments for rejected answer(s), and submits form(s) to ISP or next higher agency. Most
Marine Corps Approvers main responsibilities are to perform approve or review a request tasks.
Approvers perform the following functions:

Approve or Review Request. See Reviewer — Review Request. Paragraph 4.4.1.

0 View Request — Attached Documents Metadata. See Reviewer — Review Request.
Paragraph 4.4.1.

0 Release Request from this Agency. See Reviewer — Review Request. Paragraph

44.1.
0 Reject Request Directly to Applicant. See Reviewer — Review Request. Paragraph
44.1.

o0 Generating, Reviewing, and Sending a Rejection Letter. See Reviewer — Review
Request. Paragraph 4.4.1.

0 Return Request to Child Agency. See Reviewer — Review Request. Paragraph
44.1.

o Edit Rejection Comments. See Reviewer — Review Request. Paragraph 4.4.1.
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e Download Certified Request Signature Forms. See Initiator — Attach Document(s) to a
Request. Paragraph 4.3.6.

e Edit/View Agency Use Block (AUB) Data. . See Initiator - Edit/Review Agency Use
Block (AUB) data. Paragraph 4.3.2.

e View Request Summary. See Initiator - View Requests. Paragraph 4.3.3.

e Cancel a Request. See Initiator - Cancel a Request. Paragraph 4.3.4.

e Edit/View Comments for Request. See Initiator - Edit Comments. Paragraph 4.3.5.

e Attach Document(s) to a Request. See Initiator — Attach Document(s) to a Request.
Paragraph 4.3.6.

e Download Certified Request Submission Data Forms (Archival Copy). See Reviewer -
Download Certified Request Submission Data Forms (Archival Copy). Paragraph 4.4.2.

e View Request — Case Status Messages from ISP. Paragraph 4.5.1.

e View Request — Cases Returned Unacceptable (OPM Specific). Paragraph 4.5.2.

e Using Advanced Search. See Help Desk User — Advanced Search. Paragraph 4.8.2.

2.1.6 Program Manager. An agency user who performs supervisory tasks including
viewing the status of work for his or her agency, assigning/unassigning requests, approving/
rejecting Golden Question resets, and canceling requests. Most Marine Corps Program Managers
main responsibilities are to perform assign/unassign request tasks, uncancel requests, approve
authentication resets, and to view requests case status/returned as unacceptable. Program
Managers perform the following functions:

e Assign and/or Unassign Request. Paragraph 4.6.1.

e Change Assigned Group for Request. Paragraph 4.6.2.

e Uncancel Request. Paragraph 4.6.3.

e Locating Request Currently in Another Agency. Paragraph 4.6.4.

e Approve Authentication Reset for Agency. Paragraph 4.6.5.

e View Request Summary. See Initiator - View Requests. Paragraph 4.3.3.
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e Cancel Request. See Initiator - Cancel a Request. Paragraph 4.3.4.

e Edit/View Comments for a Request. See Initiator - Edit Comments. Paragraph 4.3.5.

e View Request — Attached Documents Metadata. See Reviewer — Review Request.
Paragraph 4.4.1.

e View Request — Case Status Messages from ISP. See Approver - View Request — Case
Status Messages from ISP. Paragraph 4.5.1.

e View Request — Cases Returned Unacceptable (OPM Specific). See Approver - View
Request — Case Status Messages from ISP. Paragraph 4.5.2.

e Using Advanced Search. See Help Desk User — Advanced Search. Paragraph 4.8.2.

2.1.7 Business Manager. An agency user who is capable of generating statistical reports
containing request data within the e-QIP system. Business Managers perform the following
functions:

e View Reports. Paragraph 4.7.1.

2.1.8 Agency Help Desk. The Agency Help Desk user can check a request or user status,
and reset Golden Questions without the concurrence of a second person. Users with help desk
authority perform the following functions:

o Reset Golden Questions and Golden Answers for Applicant. Paragraph 4.8.1

e Advanced Search. Paragraph 4.8.2.

e View Request Summary. See Initiator - View Requests. Paragraph 4.3.3.

e Locating Requests Currently in Another Agency. See Program Manager — Locating Requests
Currently in Another Agency. Paragraph 4.6.4.
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3. Getting Started in e-QIP.

Accessing e-QIP is a 2 step process. First, users must access OPM’s secure portal. From the
secure portal Marine Corps e-QIP agencies can be accessed. Users must also complete a one-
time registration when logging in to the system for the first time. Procedures for first-timers and
returning Marine Corps agency users are provided below:

3.1 Access the OPM Portal - First-Time User

1. You must be invited to the OPM Portal in order to register and log in. If you have not been
invited via email, see your Agency Administrator.

2. Navigate to the OPM Portal login page, https://opmis.xsp.org/. Select “If you were invited to
join, click Here to register.” Figure 3-1.

/2 Login Page - Windows Internet Explorer P = |
@A =[] https: ffopmis.xsp. orgfinde.cfm =l & [[#2]] x| [co0gte £l
@ Convert + [0 Select

v & 35 - | @rome - ifosource @ httpffredvape. msrbc.comy2... | &]Login Page fi - B) - = - =hPage - (GTook - 7
U.S. OFFICE OF PERSONNEL MANAGEMENT | ‘% NC4 Support Centers HEl)

D7 T T P s e ) i)

Secure Portal User Login

ATTENTION:
This system contains U.S. Government Data.

Unauthorized use of this system is prohibited.

This system contains data belonging to the U.S. Government. This computer system, including all related
equipment, networks, and netwark devices (specifically including Internet access) are provided only for
authorized U.S. Government use. U.S. Government computer systems may be monitored for all lawful
purpeses, including to ensure that their use is authorized, for management of the system, to facilitate protection
against unauthorized access, and to verify security procedures, survivability, and operational security.
Monitoring includes active attacks by authorized U.S. Government entities to test or verify the security of this
system. During monitering, information may be examined, recorded, copied and used for authorized purposes.
All infermation, including persenal information, placed or sent over this system may be monitored.

Use of this computer system, authorized or unauthorized, constitutes consent to monitering of this system.
Unauthorized use may subject you to criminal prosecution. Evidence of unauthorized use collected during
monitoring may be used for administrative, criminal, or other adverse action. Use of this system constitutes
consentto menitoring for these purposes

Use of this system implies understanding of these terms and conditions.

If you were invited to join, click Here to register.

First time users, click
Here to register

i‘StartI | & o @

|
T T [ 6 meemet [® 0% - 4
=T T T e T e e [ = N e R e R S A O E R

Figure 3-1. OPM Portal Log-In Page

3. Follow the instructions on the next series of screens to register as an Extranet Secure Portal
(ESP) user. When prompted, type in the organizational ID provided in the invitation email.
When prompted, provide the username and password you intend to use when accessing the
OPM Portal. Note the requirements listed on the page for creating a secure password.

4. A second e-mail message will be sent to notify you that the request for an account on the
portal has been approved. The message will include the text: “Your registration into the
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OPM Secure Portal has been approved and you are now able to log into the portal with the
username and password you created during the registration process.”

5. Access the OPM Portal by typing in the username and password in the spaces provided.
Click Log In. Figure 3-1.

3.2 Access e-QIP — First-Time User

When the e-QIP main page displays, click the Link to e-QIP Agency button under Custom
Tools. Figure 3-2.

2 OPM Home - Microsoft Internet Explorer provided by SRA International, Inc

Ele Edit View Favortes Tools Help

GBaEk A > | |£| E'I l‘, /.:Search ‘S:{Favuntes <) == _I ﬁ
Address | €] hitps:jfopmis. zsp,orgimember finde:x.cfr v GD Links **

U.S. OFFICE OF PERSONNEL MANAGEMENT | ‘&
Federal Investigative Services Division \

Jl]‘ v

Help Desk phone: (804) 744

\ email: helpdesk@espgrotpim !

Please contact the ESP Group Help Desk with any questions or concerns regarding this partal

Jacgueline Kleinschmidt's kst login: February 14, 2008 - 15:13

Li n k tO Custom Tools
Submit CVS Updates
eQ' P Submit Hotice of Personnel
Agency

e ESP Group Help Desk (804) 744-3800
Investigation

Link to eQIP Agency Please direct general OPM Investigative Inquiries to the Ask FISD secure message group or for Case Status
Collaboration Tools Inquiries, contact Telephone Liaison Assistance (724) 794-5228.
Secure Messaging

Library (40 new} Welcome to the secure portal for OPM's Federal Investigative Services Division. This Portal is your gateway to our
Find Users products and services. Membership in this Partal is by invitation only, limited to those having official business with us, and
Calondar others in the personnel security community. Each member organization manages their membership. This portal supports

secure communication and collaboration for sensitive but unclassified information (SBU), such as Privacy Act

IReiB s e information. Mo classified information shall be posted to this site, nor processed through it
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Survey Wizard
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—

Figure 3-2. e-QIP Main Page

1. Enter your Social Security Number twice in the two spaces provided. Check “No” to the
management rights only question. Click the Submit Request button. Figure 3-3.
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Please re-entar your Social Security Number: |
8QIP Management right only(MOTE-Doss notrequire SSN}: ~ NI ~ YEES

Subrnit Reguast

Figure 3-3. First-Time User e-QIP Agency Log-In Screen
2. Enter the responses to your three default Golden Questions.

Note: To see what you are typing in, select the
checkbox next to “Allow me to see my Golden
Answers as | type them.” Capitalization does not
matter, but spelling, spacing and punctuation do.

3. You will be prompted to create three new Golden Questions and Answers. Figure 3-4.

Note: Type in new questions and answers, keeping
in mind the following:

You cannot repeat any of the defaults.
Questions can be phrases.

Answers must have at least three characters.
Each answer must be unique.

17



-

Ae-QP - Change Golden Questions/Answers - Microsoft Internet Explorer provided by SRA International, Inc

File Edit Yiew Favorites Tools Help ;','
- " —~ I
\ ) . "
QBack | \ﬂ IE' ) | - Search _’ Favorites {‘f = ii
fddress @] https:/{205.131.190. 10fAgencyPortal/authenticate login v B ks
S
WARNING!

Itis YOUR RESPONSIBILITY to provide Golden Questions to uniquely identify yourself.

You can use your Golden Questions to help the e-QIP systemn verify your identity. By creating a combination of Golden Questions that ONLY ¥ OU can possibly know all of
the correct answers to, you are assuring yourself that nobody (including parents, spouses, and close friends) can impersonate you on the e-QIF systemn. Please take time
to carefully consider who else may possibly know the answer to each possible Golden Question you enter. We would suggest creating questions concerning different time
perinds in your life. PLEASE REMEMBER THAT IT MAY BE 4 OR & YEARS BEFORE YOU RETURN T THE E-QIP SYSTEM! Make sure you create guestions you can
still answer in the distant future.

WARNING!
Itis YOUR RESPONSIBILITY to protect the answers to your Golden Questions
The answers to your Galden Questions serve as your password to the e-QIP systern. The fields to enter your answers into are NOT password protected, to allow you to
mote accurately enter your answers. Do not allow someone to see your computer screen while your answers are on the screen. If someone acquires your answers, they will

be able to logon the e-QIF systern under your identity, allowing them to see and change your personal data. Mote: The current answers to your Golden Questions are NOT
pre-filled for your security

Golden Questions/Answers Heln

Enter news Galden Questions/Answers and click the Submit button
‘Ararning: Your answers will be visible to anyone looking at this screen.

Allow me to see my new Golden Answers as | type 0
them.

Golden Question 1:
Golden Answer 1:
Retype Golden Answer 1:
Golden Question 2:
Golden Answer 2:

Retype Golden Answer 2:
Golden Question 3:
Golden Answer 3:
Retype Golden Answer 3:

H Submit 1| Clear Fields ]

é;'] 2 @ Inkernet

Figure 3-4. First Log-In - Golden Question and Answer Creation
4. Click Submit.
5. Upon successful login authentication the Main Menu displays. Main menus will only

display the functions authorized by your user role(s), therefore all user main screens may not
look identical.

3.3 Access the OPM Portal — Returning Marine Corps User

1. Navigate to the OPM Portal login page, https://opmis.xsp.org/. Figure 3-5

2. Type your Username and Password into the appropriate fields.

3. Click Log In.
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ATTENTION:
This system contains U.S. Government Data.

Unauthorized use of this system is prohibited.

This system contains data belonging to the U.S. Government. This computer system, including all related
equipment, networks, and netwark devices (specifically including Internet access) are provided only for
authorized U.S. Government use. U.S. Government computer systems may be monitored for all lawful
purpeses, including to ensure that their use is authorized, for management of the system, to facilitate protection
against unauthorized access, and to verify security procedures, survivability, and operational security.
Monitoring includes active attacks by authorized U.S. Government entities to test or verify the security of this
system. During monitering, information may be examined, recorded, copied and used for authorized purposes.
All infermation, including persenal information, placed or sent over this system may be monitored.

Use of this computer system, authorized or unauthorized, constitutes consent to monitering of this system.
Unauthorized use may subject you to criminal prosecution. Evidence of unauthorized use collected during
monitoring may be used for administrative, criminal, or other adverse action. Use of this system constitutes
consentto menitoring for these purposes

Use of this system implies understanding of these terms and conditions.

If you were invited to join, click Here to register.
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Figure 3-5. OPM Portal Log-In Page

3.4 Access e-QIP — Returning Marine Corps User

1. When the e-QIP main page displays, click Link to e-QIP Agency under Custom Tools.
Figure 3-6.
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A OPM Home - Microsoft Internet Explorer provided by SRA International, Inc E‘E‘E‘
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Please contact the ESP Group Help Desk with any questions or concerns regarding this portal.

ESP Group Help Desk (804) 744-8800

Secure Messaging
Library (40 new} Welcome to the secure portal for OPM's Federal Investigative Services Division. This Portal is your gateway to our
Find Users products and services. Membership in this Portal is by invitation only, limited to those having official business with us, and

others in the personnel security community. Each member organization manages their membership. This portal supports
secure communication and collaboration for sensitive but unclassified information (SBU), such as Privacy Act
information. Mo classified information shall be posted to this site, nor processed through it.

Calendar

Online Briefings

Forum Discussions

Survey Wizard
chate(yrsvn) UNITED STATES OFFICE OF PERSONNEL MANAGEMENT

WebPort

TaskTrac
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I——
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Figure 3-6. e-QIP Main Page

2. When the e-QIP Login window displays, select your agency from the drop down list and
click the Establish eQIP Agency connection button. Figure 3-7.
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Press "Establish /P Agency connection”™ Establish 8QIP Agency i |

For assi with e-QIP, please contact the OPM Helpdesk at 1-866-631-3019,
References for e-0IF Users
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Establish Agency
Agency Drop Connection

Down List

|
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Figure 3-7. Agency e-QIP Login Window
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3. On the next screen click the Logon to eQIP-Agency hyperlink.

4. Enter your social security number in the fields provided and click the Login button. Figure 3-
8.

/2 e-QIP - Login - Windows Internet Explorer
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Only persons specifically authorized to do so may access this data. Unauthorized attempts to pass this screen, as well as any use of data in this system for purposes other than those authorized by OPM, are a
violation of federal law and/or regulation. Violators are subject to disciplinary action and prosecution.

This U. S. government system is to be used by authorized users only. Information from this system resides on computer systems funded by the government. The data and documents on this system include

Federal records that may contain sensitive information protected by various Federal statutes, including the Privacy Act, 5 U.S.C. § 552a. All access or use of this system constitutes user understanding and
acceptance of these terms and constitutes unconditional consent to review, monitoring and action by all authorized government and law enforcement personnel. While using this system your use may be

manitored, recorded and subject to audit. Unauthorized user attempts or acts to (1) access, upload, change ce information on this system, (2) modify this system, (3) deny access to this
system, (4) accrue resources for unauthorized use or (5) otherwise misuse this system are strictly pro cts are subject to action that may result in criminal, civil, or administrative
penalties

SSN
_ Blocks /_
Enter your Social Security Number, then click "Login’ below.
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‘ Login__ | ‘ Clear Fields |

Login
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=
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Figure 3-8. e-QIP Log-In
5. Enter the responses to your three Golden Questions.

Note: To see what you are typing in, select the
checkbox next to “Allow me to see my Golden
Answers as | type them.” Capitalization does not
matter, but spelling, spacing and punctuation do.

6. Click Submit.

7. Upon successful login authentication the Main Menu displays. Main menus will only display

the functions authorized by your user role(s), therefore all user main screens may not look
identical.
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4. Using e-QIP
4.1 Agency Administrator Functions

This section explains each option available from the Agency Administrator’s Main Menu:
Manage Group and Manage Agency. These functions are unique to the Agency Administrator.
No other user can perform these functions.

4.1.1 Manage a Group. The purpose of this set of functions is to allow the user to:

e Create a group in the Agency.

e Rename the group. This action does not affect the assignment of Requests or user roles
within the renamed Group—only the name of the group.

e Delete group. There can be no requests associated with the group that is to be deleted.

4.1.1.1 Creating a Group:

1. From the Agency Administrator Main Menu, locate the Manage Group panel (Figure 4-1). Note the
instructions displayed on the screen: “Select a group from the table, then select an action from
below.”

2. Enter the desired group name in the New Group Name text entry box, and click the Add button.

3. The window will re-display with a message that the group was successfully added.

Main Menu Manage
Group Panel

Existing Group
Drop Down List

Manage Group

Select a group from the table, then select an action from below: _ NeW Group
Existing Group{s) W

New Group Name N ame TEXt BOX
W\ Add | Delate | Rename |
Manage Agency .

Select an agency from the takle, then select an action from below.

Agency Hierarchy

Rename
Button

)+ Frances TestAgency /26

Edit Agency I

Figure 4-1. Agency Administrator Main Menu
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4.1.1.2 Renaming a Group:

1.

2.

From the Agency Administrator Main Menu, locate the Manage Group panel (Figure 4-1).
Click the pull-down menu arrow to view all existing group(s).

Select the Group Name you wish to rename.

Type the new name in the New Group Name text entry box and click the Rename button.

The page will re-display with a message that the group was successfully renamed.

4.1.1.3 Deleting a Group:

1.

2.

5.

6.

From the Agency Administrator Main Menu, locate the Manage Group panel (Figure 4-1).
Click the drop down menu to view all existing group(s).

Locate the Group name you wish to delete and click it once with the left mouse button so that
it is displayed in the pull-down menu.

Click the Delete button.
The window will re-display with a message that the group was successfully deleted.

Note that you cannot delete a group which is currently associated with a request.

4.1.2 Manage an Agency

The purpose of these functions is to allow the user to add an agency or edit agency information.

4.1.2.1 Creating an Agency:

1.

For users with multiple user roles, when the Main Menu window appears, click the Agency
Management hyperlink. Figure 4-2.

Note that once added a child agency cannot be
deleted.
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Figure 4-2. Agency Management Hyperlink on Main Menu Page

2. From the Manage Agency panel, click an agency marked with a plus (+) sign to expand the

agency hierarchy. Figure 4-3.

Note: The agency administrator will only be able to
see hierarchy at their level and below. For example,
the agency administrator at 1% Marine Division will
see only 1% Marine Division and subordinate
agency structure, but not I MEF, MarForPac, other
higher headquarters, or adjacent headquarters
hierarchy.

Agency hierarchy will be available to expand as

described in step 2 above only if subordinate
agencies have previously been created.
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Figure 4-3. Expanding the Agency Hierarchy

3. Click the radio button of the agency under which to create a new subordinate agency. Figure
4-4,

Note that in e-QIP a subordinate agency is referred
to as a “child” agency.

4. Click the Create Child Agency button. Figure 4-4.
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4-4. Selecting an Agency to Add a Subordinate Child Agency

5. The Create Agency screen will appear. This screen features a main panel with three sub-
panels: Agency Information, Agency Permissions, and Inactivity Settings. Figure 4-5.

£ PR RITHD BBl suzem

6. Agency Information. Fill in the name of the new agency. If the agency is to be a pass through
agency, the name should include the letters “PT” to indicate pass through. For example, in
Figure 4-5, 1® Battalion 2d Marines (1/2) is being created under parent Mock 2d Marines PT,
note that the agency name is “1/2 PT” indicating that this will be a pass through agency. See
Appendix A for more on pass through agencies. Complete the agency information section by

providing an email address for a point of contact.

7. Agency Permissions. Select the desired permissions of the child agency.

a. Can Create Sub-Agencies — Default setting is “Yes”. Leave at “Yes” if subordinate
agencies will have a need to create subordinate agencies. Otherwise select “No”.

Typically, agencies designated as pass through should be set to “Yes”; those that are not

should be set to “No”.

b. Is a Contractor Agency — Default setting is “No”. Few if any Marine Corps activities
should need to change this setting. If the agency is a contractor, select “Yes.” Answering
“Yes” to this setting gives employees of the contractor company the ability to elect to
hide their Part 2 answers of an older version of SF 86 from their immediate (contractor)
employer. Reviewers and approvers at the next higher agency can see all the answers.
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8.

c. Isa*“Pass Through” Agency — Default setting is “No”. Set to “Yes” if the agency is
designated as a pass through agency and has been named as a pass through agency (has
“PT” after the agency) in the agency name block of the agency information section.

d. e-QIP Help Desk can access - Default setting is "Yes", however this feature is not yet
functional. Eventually, this feature will enable the e-QIP Help Desk to check on the status
of the agency’s requests in e-QIP in order to assist with questions.

e. Approver and Program Manager permissions to view case status updates from the ISP. If
set to “Yes”, child agencies have this option available. If set to “No”, visibility of this
option in the child agency (and any lower-level child agencies) is removed.

Inactivity Settings — The Agency Administrator may set values to determine when agency
users and applicant requests should be terminated.

a. Days Until Agency Roles Time Out — This setting determines how long the roles of
agency users are effective for the selected agency. Default setting is 90. Before the end
of this time, the Agency Administrator must renew the role on an individual basis or the
agency user cannot perform the functions of the assigned role. Recommend this setting be
changed to 365.

b. Days Until Requests Untouched by Applicant Terminate - This setting determines the
maximum number of days that the individual applicant has to login and take the first step
in completing the request (i.e., acknowledge reading the instructions) after the Initiator
creates the request. Default setting is 30.

c. Days Until Requests Rejected to Applicant and not Resubmitted Terminate — This setting
determines the maximum number of days that the applicant has to correct the problem
and re-release back to the agency. Default setting is 60. If the request is not re-released
within that time period, the request is terminated. After the request is terminated, if the
agency user still wants the applicant to complete the form, a new request must be
initiated.

d. Days Until Requests Touched By Applicant But Not Finished Terminate — This setting
determines the maximum number of days (after the applicant has started editing his or her
data) the applicant has to complete the request and release to the agency. Default setting
is 90. If the request is not completed and released in that time period, the request is
terminated. After the request is terminated, if the agency user still wants the applicant to
complete the form, a new request must be initiated.

e. Days Until Requests Awaiting Agency Action Terminate — the maximum number of days
that agency users have to assign the request for review after the applicant releases the
request to the agency. Default setting is 90. If the request is not assigned within this time
period, the request is terminated. After the request is terminated, if the agency still wants
the applicant to complete the form, a new request must be initiated.
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Click
Create
Agency
Button

f. Days from Subject Certification Date Until Returned Unacceptable Terminates— This
setting determines the maximum number of days (starting from the date the applicant
certifies the request) that agency users have to make corrections and re-release to the ISP
a request that has been returned from the ISP as unacceptable. After the request is
terminated, if the agency still wants the applicant to complete the form, a new request
must be initiated. The default is 120. Note that 120 is the maximum number of days
allowed in this field. Note also that if parent agencies change this setting, it changes all

their subordinate child agencies too.

Warning, the following action cannot be undone.
Once added a child agency cannot be deleted.

9. Click the Create Agency Button. The Edit Agency window will appear.
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Figure 4-5. Create Agency Screen

4.1.2.2 Editing an Agency:

Editing an agency is continuation of creating an agency, but agencies can also be edited at any
time. When an agency is created, e-QIP automatically takes the user to the Edit Agency window.
Note the message in the yellow Messages block that informs you that the new agency was
successfully created. Figure 4-6. Scroll down to reveal the sub-panels Forms Not Yet Authorized
For Use In Agency and Form Use Authorizations In This Agency. Figure 4-7. The Edit Agency
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window allows you to select Standard Form (SF) questionnaires that the agency uses. Note that
the child agency will only have options to select and activate forms that the parent or ancestor
has authorized. If the ancestor has not activated any forms, this option will not be available to the
child agency.
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Figure 4-7. Edit Agency Window (Form Selection/Activation — Bottom Half)

30



The Edit Agency function can also be accessed from the Agency Administrators Main Menu.

1. From the Agency Administrator’s Main Menu, locate the desired agency to edit in the
Manage Agency panel. Figures 4-3 and 4-4.

2. Click the radio button to the left of the agency name and click the Edit Agency button.

3. The Edit Agency window (Figures 4-6 and 4-7) will appear. The Edit Agency window
displays three separate panels: Edit Agency, Forms Not Yet Authorized For Use In Agency,
and Form Use Authorizations In This Agency.

4. Inthe Edit Agency panel, modify the values of each sub-panel as desired following the
instructions provided in paragraph 4.1.2.1 (steps 6, 7, and 8), and click the Save Changes
button.

5. Inthe Forms Not Yet Authorized For Use In Agency panel, any available ISP/Form
combinations will be displayed in the drop down list. Make your selection then click the
Authorize Form button. Figure 4-8.

6. Any selections made in Step 5 above will be displayed in the Form Use Authorizations In
This Agency panel. Figure 4-9. Repeat step 5 if the agency uses/needs multiple standard
forms. If you have activated a form, it may be deactivated by clicking the Deactivate button
in the “Action” column. Any existing AUB templates may also be edited from this panel.
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Figure 4-8. Form Selection Drop Down List
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4.1.2.3 Edit (Manage) Agency Use Block (AUB) Templates

Once displayed in the Form Use Authorizations In This Agency panel, form(s) are available for
use in the agency. Figure 4-9. Options for forms are deactivation and AUB (Agency Use Block)
Template editing. Select the Deactivation button if at some future time form(s) are no longer
needed in the agency. Select the AUB Template Edit hyperlink to customize the Agency Use
Block to your agency (Step 2 below).

The Edit (Manage) AUB Template function can also be accessed from the Agency
Administrators Main Menu.

1. From the Edit Agency window (Figure 4-9), locate the desired ISP/Form in the Form Use
Authorizations In This Agency panel.
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Figure 4-9. Forms Authorized in an Agency

2. Click the Edit hyperlink in the appropriate row of the table under the “AUB Templates”
column.

The system will display the Manage AUB Templates window, shown in Figure 4-10.

The Manage AUB Templates window allows the Agency Administrator to create, edit, or
delete AUB templates.
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a. To edit, select an existing template from the “Existing AUB Templates” drop down list
and press the Edit button to load the template. Make desired changes and click the Save
Changes button. Consult OPM publication “Requesting OPM Personnel Investigations”,
July 2008 for required AUB data.

b. To rename a template, select a template from the “Existing AUB Templates” drop down
list, enter a new name in the “New AUB Template Name” text box, and press the
Rename button.

c. To create a new template, enter a name in the “New AUB Template Name” text box and
press the Create button. You will then get a blank screen to enter AUB template
information. Consult OPM publication “Requesting OPM Personnel Investigations”, July
2008 for required AUB data.

d. To create a new template by starting with an existing template as a baseline, select the
template you wish to use, enter a name for the new template, and click the Copy From
Existing button. This will create a new template and load the contents of the selected
template into the new template.

e. To delete a template, select a template from the “Existing AUB Templates” drop down
list and press the Delete button.

Manage AUB Templates

Select Another Agency: R IURE] v @]

Choose Agency Use Block Template

Load an exisiting termplate to edit and press the Edit button to [oad the template. To rename a template, select a template from the list, enter a
new name and press the Rename button. To create a new template, enter a new name and press the Create button. You will then get a blank
screen to enter AUB Template Information. To start with an existing template as a baseline, select the template you wish to use, enter a name
far the new ternplate and click the Copy From Existing Button. This will create a new ternplate and load the contents of the selected template
into the new template.

Existing AUB Templates ~
New AUB Template Name |test

Edit I Create New I Copy From Existing I Rename Delete

Figure 4-10. Manage AUB Templates Window
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4.2 User Administrator Functions

This section explains each option available from the User Administrator’s Main Menu. After a
successful login, the system will display the Manage User panel to a user who has been assigned
the User Administrator role. The primary functions are create/edit users and list agency users.
At any time, the user may click the Help hyperlinks which are provided for each individual
panel. Figure 4-11 below illustrates the User Administrator’s Main Menu window before any
selection has been made.

Main Menu | Logout |

Main Menu
Ftan

NIl - Fran Sub Contractor (D 78) v

Manage User Help

elcome to e-QIF. Select a function displayed on the right side of the screen.

Enter an S50, then select
an action from helow.

SSN:

Create/Edit User

List Agency Usars

Select Another
Agency Drop Down

Wersion: 2.00.00

Figure 4-11. User Administrator Main Menu

4.2.1 Create/Edit a User

Purpose:
Establish and modify user accounts in the e-QIP system.

Note that the user created will only have the user
roles associated with the agency that appears in the
“Select Another Agency” drop down list (Figure 4-
11).

Note that a user may have multiple roles. If
required, a user may be assigned every single e-QIP
user role.

Procedures for Creating or Editing a User:
In the Manage User sidebar panel, enter the desired social security number (SSN) in the text
input boxes provided. The SSN is entered and displayed in three separate boxes. Figure 4-11.

Press the <Tab> key to advance from one portion of the number to the next and click the
Create/Edit User button. If the user already exists, the system will display the Create/Edit User
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window (Figure 4-12) with the Create/Edit User window displayed, and any data previously
entered for that user will also appear.

1. If the user does not already exist, the system will display the Create/Edit User window and
panels with the SSN entered, but the text input boxes will be blank.

2. Enter the individual’s demographic data in the Full Name, Date of Birth, and Place of Birth
sub-panels. The demographic data will be the basis for the user’s initial Golden Questions.

3. Enter the individual’s contact information in the Personal Contact, Office Telephone/Fax,
and Office Address sub-panels.

4. Check the box(es) in the Agency Roles in Agency “XXXXXX*" panel that correspond to the
duties or functions required for the user.

Note: The agency roles for the user are for the
agency into which created. For instance, a user
created in the 2d MAW headquarters will not
automatically have access to or user permissions in
subordinate MAGs and squadrons. If the user needs
one or more user roles in a subordinate agency, the
User Administrator must assign them individually.
Select the agency from the “Select Another
Agency” drop down list (Figure 4-11), enter the
users SSN in the Manage User sidebar panel and
click the Create/Edit User button. The data fields
should auto-populate. Select the roles for the new
agency. This must be done for every user and in
every agency for users who require access across a
chain of command.

5. Check the box(es) in the Group Roles in Agency “XXXXXX’ panel for users who are
Reviewers and/or Approvers. If groups have been established by the Agency Administrator,
agency users can be assigned to Reviewer and/or Approver roles in groups, otherwise use
“Default”.

6. Click the Submit button.
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Create/Edit User

User Information Help Manage User

Frovide the appropriate information about the user that you are creating or editing. Enter an S5M, then select
an action from helow.

Social Security Number 993-95-4383

SSN:

Last Name Create/Edit User
First Name » List Agency Users

Middle Name ~

Full Name

Suffix
Date of Birth
Month/Day/Year halll hall)
Place of Birth
City
County
State v
Country

Personal Contact Information

Office Telephone/Fax
Telephone Extension:

Office Address

State “
Postal Code
Country
Agency Roles in Agency "Fran Sub Contractor”

O agency Administrator [ Agency Help Desk  [] Business Manager

Roles
Initiator [ Program Manager [ User Administrator

Group Roles in Agency "Fran Sub Contractor”
Default [] approver [ Reviewar
FranTestGroup [ approver [ Revigwer

[ Submit I

Figure 4-12. Create/Edit User Window

4.2.2 List Agency Users

Purpose:

To view a list of users, and modify selected information for users who are currently members of
a given agency.

Procedures for Editing a User Account:
1. From the Main Menu (Figure 4-11). Click the List Agency Users button. The system will

display the e-QIP - List Agency Users window (Figure 4-13) with two panels: Filter Agency
Users by Role and Agency Users.



Main Menu | Logout |

List Agency Users

Fran Sub Contracte

RGOl - Fran Sub Contractor (D 78) v

Filter Agency Users by Role Help Manage User Help

Further refine yaur gquery by selecting the appropriate options frorm below, Enter an 85M, then select

- . an action from below.
Filter Information

Roles | - Show All Roles - v SSN:
Create/Edit U
GIoups | -- show All Groups -+ reate/Edit User
List Agency Usars

[ Apply Filter I

Agency Users (Records 1 to 9 of 9)

Review the following information aboutthe users inyour agency. The roles abbreviations are as follows: AAD-Agency Administrator, AHP-Agency Help Desk,
APW-Approver, BEZW-Business Manager, [MI-Initiator, PGM-Program Manager, RWW-Reviewer, UAD-User Administrator, IAD-1SP Administratar,

SSN (Last Four) |UseriD |[Name ExpiryDate  |[AAD [AHP [APV [BZM [IMI [P6M [Rvw [uAD Action

4303 2613 Butler, Agency Administrator 38731 e ~Mo Action Selected- 4
4300 112 Butler, All Roles AI2633 k4 k4 k4 WOl k4 k4 Mo Action Selected- W
4307 2617 Butler, Approver (~) 3831 kS Mo Action Selected--
4308 2618 Butler, Business Manager elETed | ® Mo Action Selected-
4309 37933 Butler, Help Desk 528133 H ~No Action Selected-
4304 2614 Butler, Initiatar (~) 8 % Mo Action Selected- %
4305 2615 Butler, Program Manager 831 kS Mo Action Selected- W
A306 2616 Butler, Reviewer {~) 3831 k4 Mo Action Selected-- W
4302 2612 Butler, User Administrator 831 kS Mo Action Selected--

[ Submit I

Figure 4-13. List Agency Users Window

2. The Filter Agency Users by Role panel allows the user to narrow the current listing of
agency users by agency role and/or group. Select a role and/or a group to refine the listing
from the drop down lists titled "Roles" and "Groups,” respectively. Then, click the Apply
Filter button. If you do not select a filter, all roles for the agency and all agency users will
be listed.

3. The Agency Users panel allows the User Administrator to view a listing of current users
within the agency, as well as their assigned user roles; and to modify their access. The
“Expiry Date” column displays the user/agency relationship expiration date. When the
relationship expires, the user will no longer have access to this agency within the system. If
the user has been disabled, the word “Disabled” is displayed in this column. If the role has
expired, “Expired” is displayed in this column. The Agency Users panel allows the User
Administrator to enable, disable, terminate and renew users in the agency.

a. Toenable a currently disabled agency user, select "Enable" from the drop down list in the
"Action"” column of the table. Then, click the Submit button.

b. To disable a currently enabled agency user, select "Disable™ from the drop down list in
the "Action™ column of the table. Then, click the Submit button.
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c. To renew an agency user's expiration date to the maximum allowed by the agency, select
"Renew" from the drop down list in the "Action” column of the table. Then, click the
Submit button. Note that relationships for expired and unexpired users may be renewed.

d. Terminate an agency user from this agency by selecting "Terminate” from the drop down
list in the "Action™ column of the table. Then, click the Submit button.

Note that the Agency Users Panel displays only 25
users at a time by default. In order to view
additional ones, click the Expanded L.ist hyperlink

To display the total number of agency users, click
the Show Total Count hyperlink in the Agency
Users Panel.
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4.3 Initiator Functions

The primary functions accessible via three separate panels on the Initiator’s Main Menu include:
My Active Request Initiations, My Latest Requests for Authentication Reset, and Mass
Initiations. Command buttons are available on the right side of the page, and include Request
GQ Reset, Delete Applicant, Initiate Request, View Request, Cancel Request, Edit
Comments, Print Applicant Data, Edit/View AUB, Advanced Search, and Mass Initiation.

Figure 4-14 below illustrates the Initiator’s Main Menu when there are active request initiations
present.

Kays Agenoy (I012) v |Ge

Selecta requestfrom the table, then select an action fram below. Enter an 85N, then select
an action from below.
Request 1D |Name SSH Initiate Date Status ISPForm Group |Last Action Select
RequestiD Name EEL Initiate Date slatus ISPiForm Group |Last Action SSh:
69418 LMAUtoGenerated, FN_4163 Mjr  |999-98-4163 |2/28/07 2:03:04 PM | Initiated, Untouched by Applicant | OPM CISAS f SF86 [1995-09] | Default | 212807 2:03:04 PM | O
Request GO Reset
69415 able, Alex Art 999-98-4153 | 2/28/07 1:61:22 PM | Initiated, Untouched by Applicant | OPM CISAS f SF86 [1995-09] | Default | 202807 1:81:22PM | O Delete Applicant
69411 LMNAUtoGenerated, FN_4158 Mjr  |999-98-4158 |2/28/07 1:07:08 PM | Initiated, Untouched by Applicant | OFM CISAS 1 SF85 [1995-08] | Default | 212807 1:07:08 PM | O
69410 LNAutoGenerated, FR_4156 M jr  |993-98-4156 | 2/28/07 1:06:40 PM | Initiated, Untouched by Applicant | OFM CISNS f SF86 [1995-09] | Default [ 22807 1:06:40FM | O
( Cancel Request | Editiviaw AUD | Edit Commen = | Print Applicant Data Enter an 55N or RequestID,
then selact an action from
helow.
SSN: <
Review your reguests for authentication resets below, Ifyou wish to cancel your request for a reset, check the appropriate boxes and then click the 'Cancel Reset' hutton. ID:
Name SSN Date Queued Status Requestor Comment Approver Comment Select Initiate Request \L
N records were found to display. [Wiew Request
Cancel Reset Cancellfequest
= atio i ; Print Applicant Data
Edit\fiew AUB
Selecta mass initiation from the table helow to review ar modify.
Name Status ISP/Form Date Created
testive Completed OPM CIS/18 [ SF86 [1895-09] 2r2em7
lect an action from helow.
testfour In Progress OPM CIS/12 [ SF86 [1995-09] 2rem?
kaest In Progress OFM CIS/IS f 5F85 [1995-03] 616106 S
LK TEST In Progress OPM CISIIS f SF86 [1995-09] e
Jan test Completed OPM CIS/15 [ SFEE [1895-04]

Figure 4-14. Initiator Main Menu

4.3.1 Initiate a Request
Purpose:

To establish an investigation request within e-QIP. Request initiation identifies the applicant,
provides demographic data for the applicant, assigns the request to a group (if applicable), and

identifies the type of investigation and other pertinent data in the Agency Usage Block (AUB).
Only Initiators have system authority for this function.
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Procedures for Initiating an Individual Applicant:

1.

10.

From the Initiator’s Main Menu window, enter the applicant’s SSN in the text entry boxes of
the Manage Requests sidebar panel. (Figure 4-14: Right Side)

Click the Initiate Request button.
The Initiate Request window (Figure 4-15) will appear.

Note that if the applicant’s SSN is in the system
(due to a reinvestigation or a reapplication due to a
previous cancellation or rejection; or for another
reason), e-QIP fields will auto-populate with
previously entered information. Check it for
accuracy.

Enter personal information of the Full Name panel in the following fields: Applicant’s Last
Name, First Name (make selections from the first name drop down list, if applicable), Middle
Name (make selections from the middle name drop down list, if applicable), and suffix if
applicable.

Enter personal information in the Date of Birth panel.

Enter personal information of the Place of Birth panel in the following fields: city, county,
state, country (if country of birth is the U.S., leave blank, otherwise type in the country of
birth. A country List hyperlink is available).

Enter information in the Personal Contact Information panel. Enter the applicant’s the e-
mail address, if applicable. Note that there are no automatic email notifications in e-QIP at
this time.

Form Information panel. Use the drop down list to select the correct ISP/Form: e.g., SF 85,
SF 85P, or SF 86. Use the drop down list to select an applicant group. Groups will only be
available if an Agency Administrator established them. Note that assignment to groups is not
typical for the Marine Corps; most investigation request applicants will not be assigned to
groups nor have groups available to select.

Import from e-QIP Offline Edition panel. Default setting is for drop down list is “No”.
Leave at “No”. This functionality is not yet enabled in e-QIP.

Instructions for Applicant panel. Use this field to provide additional instructions such as,
where to mail signature pages (certification that information is true form and information
release approval form), the applicant’s deadline for completing the investigation
questionnaire, your (the initiator’s) contact information. Note that this information will
display for the applicant in e-QIP when they successfully log in. The instructions will also
print on the archival copy of the completed questionnaire.
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11. When the user and request information is complete, click the Submit button. The Agency
Use Block window appears. See paragraph 4.3.2 for Agency Use Block window instructions.

The following listing shows the currently active request(s) that the applicant has in this agency.

Request ID Name |SSN Status ISPiForm Group

Last Action

No records were found to display.

Enter an SSN, then select
an action from below.

ssw:[ [ [

eview or, if applicable, provide applicant demographic information. Also, provide information about the request that you are initiating.

Social Security Number 434-43-3434

Last Name
First Name | [ =
Middle Name | [ k2|

Suffix
Month/Day/Year = =

oyl
county[
sate[ =]
Country [ (s

Place of
Birth Panel

E-Mail
ISP/Form -

Applicant Group [ o=fault =]

om e-QIP Offline Editio

To letthe applicant import form responses from the e-QIP Offline Edition application, select "Yes™ for Require Applicant to Import fram Offline

Form and Group
Drop Down lists

Require Applicant to Import from Offline [1ic_~

(Request GQ Reset

Delete Applicant

Enter an SSN or Request ID,
then select an action from
below.

SSE[ [|

Request ID:

(initiste Request

[View Request

Select an action from below.

|Advanced Search

Ivi=ss Initistion

AN
[\ suemit

Figure 4-15. Initiate Request Window

4.3.2 Edit/View the Agency Use Block (AUB)

Purpose:

Instructions
to Applicant
Field

To view and edit data in the Agency Use Block. Initiators, Reviewers, and Approvers have

system authority for this function.

AUB data is displayed on the Agency Use Block window. There are several paths to get there.
Initiators see the AUB window as soon as they click the Submit button when initiating an
investigation request or when performing mass initiation. If this is the case, skip below to the
instructions “Procedures for Editing/Viewing AUB” below. Otherwise, select the desired request

from the main menu using the appropriate panel. Initiators use the My Active Request

Initiations panel. Reviewers and Approvers use the Assigned to Me panel. Requests may also be
accessed by entering the SSN or Request ID in the Manage Request sidebar panel, and click the
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Edit/View AUB button. In either case, once the request has been selected, the Agency Use
Block window will appear.

Locate the Request:

1. From the Main Menu, in the appropriate panel (Figure 4-14) click the radio button under the
“Select” column at the right of desired request.

Note: Figure 4-14 is the Initiator’s Main Menu.
Other users use the same process, but in different
panels from their respective Main Menus. See
Figure 4-33 for the Reviewer’s main menu and
Figure 4-36 for the Approver’s main menu.

2. Click the Edit/View AUB button. The Agency Use Block window will appear (Figures 4-16
and 4-17).

3. Alternatively, click the appropriate Request ID hyperlink. The Investigation Request
Summary window appears. Click the AUB tab. The Agency Use Block window will appear
(Figures 4-16 and 4-17).

4. A third method is to enter the SSN or Request ID in the Manage Request sidebar panel. If
there are multiple requests for the SSN provided, select the desired request.

5. Click the Edit/View AUB button. The Agency Use Block window will appear as in Figures
4-16 and 4-17.

Procedures for Editing/Viewing AUB:

1. The AUB data may be cleared or populated by using a predefined template. If desired, from
the Choose Agency Use Block Template panel, select an AUB template from the drop down
list, then click the Use Selected Template button. This action will replace all existing AUB
responses with those defined in the template. Consult OPM publication “Requesting OPM
Personnel Investigations”, July 2008 for required AUB data.

2. If using a template, modify data as required and click Submit. If not using a template, enter
the required AUB data and click Submit. The system will display a message “e-QIP
successfully saved the Agency Use Block for request ID ...” The message will include the
appropriate request 1D for the AUB saved; or the system will display error messages alerting
the user to the fields that require attention.

44



Agency Use Block

Main Menu Requ

Summary Attachments | Comments

Investigation Request# 150828

Applicant LastNsme, FN_£152 I jr (ID.4048)

Initiating Agency Tom's Agency (ID:5
Destination |SP/Form RN CISIS

Status in this Agency Initis! cant {UTCH)

Date of Last Status Change Thu F=b 28 084105 EST 2008

Cancel Requast

Choose Agency Use Blocl plate

Main Menu | Logout

Tom's Agency (ID:548)

Manage User

Enter an $SM, then select
an action from below,

Request GO Resst
Delste Acplicant

Manage Request Help

Enter an $3M or RequestID.
then select an action from
below

You may populate the Agency Use Block below using a predefined AUB template. If desired, select an AUB template fram the list below, and then click the ‘Use Selected Template’ button SS“:. I
This will replace all existing AUB responses with those defined in the template Request ID:
AUB Template Initiate R=quest
Us= Selectzd Template [View Request

Edit Agency Use Block Information Helo

If applicable, provide the appropriate Agency Use Block information below and click the “Submit’ button

Agency Use Block for OPM CISAS (ID:1) / Form SF86 [2007-07]
FIPC Codes

A) Type of investigation
Case Type | 02 - Na:

=

Service B-75 Dsy
B) Extra coverageiAdvance resulis
(List) Codes |

C) Sensitivity level

C) CompwADP

D) Access/Eligibility

E) Nature of action

F) Date of action

G) Geographic location
H) Position code

Code | - Asvonsut v
1) Position itle

Title Test Title

J) Submitting Office Number

K) Location of official personnel folder

Other location (if "Other” selected)
Name
Street Address

Address &
City State Zip Code
I ' 9 [
Web address of e-OPF
{if "e-OPF" selected)

Figure 4-16. Agency Use Block — Top Portion
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[Cancel Request

Edit Comments

Print Applicant Dats

EditView AUB

General

Select an action from below.

(Advanosd Search
Mass Initistion




L) Security Office Identifier

M) Location of security folder
Locaion

‘Other location (If "Other” selected)
Hame

Street Address

Zip Code

| | |

N} IPAC

0) Treasury Account Symbol

sl |

P) Obligating document

Q) Business Event Type

R) Accounting data andior Agency case number

S) Investigative requirement

e v

T) Requesting official
Nome |
we |
Emailaddress| |
Telephone|  |Edt| |
e —
N —
Emailaddress| |
Telephone|  |Edt[ |
V) Applicant affiliation

Tyoe

Agency Special Instructions for the Investigative Service Provider
Instructions | |

Submit

Version: 2.00.10

Figure 4-17. AUB - Bottom Portion

4.3.3 View a Request

Purpose:

To view requests. Initiators, Reviewers, Approvers, Program Managers, and Agency Help Desk
users have system authority for this function.

Reviews are displayed on the Investigation Request Summary window. There are several paths
to get there. Select the desired request to review from the main menu using the appropriate panel.
Initiators use the My Active Request Initiations panel. Reviewers, Approvers, and Program
Managers can use multiple panels. Requests may also be accessed by entering the SSN or
Request ID in the Manage Request sidebar panel, and click the Review Request button. Note
that the Manage Request sidebar panel is the primary method for the Agency Help Desk user to
view a request. In either case, once the request has been selected, the Investigation Request
Summary window will appear.
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Procedures for Locating and Viewing Requests:

1. From the Main Menu window, in the appropriate panel (Figure 4-14); click the Request ID
hyperlink of the request to view. The Investigation Request Summary window appears.
(Figure 4-18).

2. Alternatively, enter the SSN or Request ID in the Manage Request sidebar panel. If there are
multiple requests for the SSN provided, select the desired request.

3. Click the View Request button. The Investigation Request Summary window appears.
Figure 4-18.

The user may see and select from a number of tabs across the top of the window: Summary,
AUB, Review, Attachments, Comments, and Notice are among the options.

Note that depending on the agency role(s) assigned,
all users may not see all the tab options. The
Investigation Request Summary window displays
the information seen under the summary tab. The
summary tab contains panels that display the
Review Request Summary header information, a
Settings panel, an Events panel, and a Rejection
History panel.
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Investigation Request Summary

Tab selections:
Summary, AUB,
Attachments, or
Comments.

Summary | AUB | Attachments | Comments

Investigation Request # 52335
Applicart Smith, Mary Michelle (ID:2641)
Initizting Agency Kay's Agency (ID:12)
Destination |SP/Farm 0P CISAS (1D:1) 7 SFES5 [1995-03]
Status in this Ageney Pending Agency Review (PRVIN Assigned to Dice, Tom (~){10:104)

Date of Last Status Change Tue Feb 27 09:03:11 EST 2007

Cancel Request

Settings

Review the following request-specific settings. f applicable, make changes and then click the ‘Save Changes' button.

Applicant Information

Social Security Number 998-38-4050
Full Name Smith, Mary Michelle
Date of Birth 01/01/1980
Place of Birth city (knox County), TH
E-Mail autod050@createnow.com

Kay's Agenoy (ID12)

Manage User

Enter an SSM, then select
an action from belou.

Fiaquest G0 Reset

Delete Applicant

Manage Request

Enter an 88N or Reguest 1D,
then select an action frorm
below

SSN:
Request ID:

initiate Requast

[riew Request

Cancel Request

Edit Comments

Name [Version] 5F85 [19595-09]
Title Questionnaire far Non-Sensitive Fositions

Assignment Information

Applicant Group Default
Reviewer Dice, Tomn {~)

Import from e-QIP Offline Edition

Require Applicant to Import from Offline Cni 2vaiizbie when staius intiated, Unlouched by Applicant
Import Request Certified Offine Onily available when staius Intiated, Untouched by Applicant

Saue Changes

Reviewthe events for current request.

Event Date Occurred Agency Executing Person ﬁﬂi’r‘ég Status

ggiqautzgt\nvestiganun Request Upon Rejection of Prior ;’EE?FEIJ 27 08:58:16 EST ﬁ;\:t%szp)ﬁgenw Dice, Tom (~) (D1 04) 134 167.141 66 | Initiated, Untouched by Applicant
Applleant Began Form Data Editing Togy cbRTOBSAIREST - |Kays sgency | S, S Michele 134.187.141.66 | Applicant Editing Form
Applicant Cerfifizd Form Data ;Eg;eb 27 09:02:25 EST (IT;YF;)\QE”W (E;Bnggﬂ?w Michelle 134 167141 68 .é%;‘aggzgt Certified, Pending
Applicant Released Requestto Initiating Agency ;ES;% 27 08:0%11 EST ﬁgy;sz)Agencv (E;Bngga“ffw Michalle 134.167.141.868 | Pending Agency Review
Assigned Requestto Agency Member ;ES;% i el 21 =T ﬁ;\:qszi)\genw Dice, Tam (~) {(0:104) 134.167.141.66 |Pending Agency Review

Comments: Assigned to self.

Tue Feb 27 09:03:41 EST
2007

viewed Investioation Request Review Copy Gompact ﬁg\’fﬁgm" Dice, Tomm () (D11 04) ‘134 167.141.68 ‘Pendmg Agency Review

Rejection History

Review the rejection histary for current regquest

Request D [Status in this Agency Last Status Change in this Agency Form Assigned Group in this Agency
B9322 Rejected to Applicant, Initiated Mew (REJECTED) 2127107 8:58:16 AM SF85[1995-09] Default
69335 Pending Agency Review 2027007 9:03:11 AM SF&5 [1895-09] Default

Fiint Applicant Data

Editwiew AUB

General

Select an action fram below

laduanced Search

Figure 4-18. Initiator's Investigation Request Summary Window

4.3.4 Cancel a Request

Purpose:

I ass Initiation

To cancel an active request. Initiators, Reviewers, Approvers, and Program Managers have

system authority for this function.
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There are several alternative methods to cancel a request. Cancel from the main menu using the
appropriate panel. Initiators cancel from the My Active Request Initiations panel. Reviewers
and Approvers cancel from the Assigned to Me panel. Program Managers cancel from the
Request Assignments | Have Made panel. Requests may also be canceled from the Investigation
Request Summary window, the Agency Use Block window, and the Review window.

Procedures for Locating and Canceling a Request:

1. From the Main Menu window, click the radio button in the “Select” column of the applicant
request to delete. Click the Cancel Request button.

2. Alternatively, from the Main Menu window, enter the SSN or Request ID in the Manage
Requests sidebar panel.

3. Click the Cancel Request button on the right of the screen. The Select Requests window
(Figure 4-19) will appear.

Kays Agenoy (I012) v |Gel

Flease select one or more requests from below and then press the 'Submit' button to perfarm the action, Enter an 85N, then select
an action from below.

Request ID Name SSN Status ISP/Form Group Last Action Select = I:l:l:|

69335 Smith, Mary Michellg 999-98-4050 Pending Agency Review OPM CIS/5 [ SFa5 [1885-04] Default [ 2/27/07 8:03:11 AM il -
Request GO Reset

9326 Smith, Mary Michelle 999-98-4050 | Pending Agency Review OPM CIS/IS / SF86 [1995-09] Default | 2/26/07 3:03:26 PV O |

69325 Smith, Mary Michelle 993-98-4050 Pending Agency Review OPM CIS/S [ SFE5P+85P-5 [1995-09] Default | 2/26i07 2:56:14 PM il

60323 Smith, Mary Michelle 993-98-4050 Pending Agency Review OPM CISNS [ SFESP [1995-08] Default | 2/26i07 2:49:50 PM (]

68225 Smith, Mary Michelle 993-98-4050 Pending Agency Review OPM IS/ [ SF85 [1885-08] Default  2r13/07 8:01:08 AM I Enter an S3N or Request|D,
then selact an action from

Submit

General

Select an action from helgw.

Figure 4-19. Select Requests to Cancel Window

4. From the Select Requests window, click the checkbox next to the desired request to cancel
and click the Submit button.

5. A third method is, from the Main Menu window, in the appropriate panel (Figure 4-14);

click the Request ID hyperlink of the request to cancel. The Investigation Request Summary
window appears. Figure 4-18
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6. Click the Cancel Request button. The system will display a message that the request was
cancelled.

4.3.5 Edit Comments
Purpose:

To view, insert, or edit comments on active requests. Initiators, Reviewers, Approvers, and
Program Managers have system authority for this function.

Comments are displayed on the Comments window. There are several paths to get there. Select
the desired request from the main menu using the appropriate panel. Initiators use the My Active
Request Initiations panel. Reviewers and Approvers use the Assigned to Me panel. Program
Managers use the Request Assignments | Have Made panel. Requests may also be accessed by
entering the SSN or Request ID in the Manage Request sidebar panel, and click the Edit
Comments button. In either case, once the request has been selected, the Comments window
will appear.

Locate the Request:

1. From the Main Menu window, in the appropriate panel (Figure 4-14) click the radio button
under the “Select” column at the right of the desired request.

Note: Fig, 4-14 is the Initiator’s Main Menu. Other
Users use the same process, but in different panels
from their respective Main Menus. See Figure 4-33
for the Reviewer’s main menu, Figure 4-36 for the
Approver’s main menu, and Figure 4-39 for the
Program Manager’s main menu.

2. Click the Edit Comments button. The Comments window will appear (Figure 4-20).
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Comments

Main Meny ReguestManagement Usel ACEm el

Summar: | AUB | Attachments | Comments

Enter an S8M, then select

Investigstion Request # 69335 an action from below.

Applicant Smith, Mary Michelle (ID:2641)

Destination ISP/Form OFM CISAS (ID:1)/ SF25 [1995-09] Delete Applicant

Status inthis Agency Pending Agency Review (FRVN) Assigned to Dice, Tom [~)(10:104)

Date of Last Status Change Tue Feb 27 000211 EST 2007 Manage Request Help

(Eeerl (e Enter an SEM or Request ID,
then select an action from
bielo

Comments

SSN:
Request ID:

Cover Letter Comments Initiate Request
[Wiew Request

Cancel Request

Edit Commen it

Frint Applicant Data

Edit7view AUB
Internal Agency Comments itiew

General

Selectan action fram below.

Instructions for Applicant

Figure 4-20. Comments Window

3. Alternatively, click the appropriate Request ID hyperlink. The Investigation Request
Summary window appears. Click the Comments tab. The Comments window will appear
(Figure 4-20).

4. A third method is to enter the SSN or Request ID in the Manage Request sidebar panel.

5. Click the View Request button. If there are multiple requests for the SSN provided, select
the desired request.

6. Click the Edit Comments button. The Comments window will appear as in Figure 4-20.
Procedures for Editing Comments:

1. Asrequired, enter Cover Letter Comments, Internal Agency Comments, and/or Instructions
for the applicant. When complete, click Submit.

Instructions for the applicant will be displayed to the applicant on the Form Instructions page
when he/she logs in to the e-QIP applicant site. The system will re-display the Comments
window with a message that “e-QIP successfully saved the comments for request ID ......
ending with the appropriate request ID of the request just edited.
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4.3.6 Attach a Document to a Request
Purpose:

To identify the documents associated with an investigation request and to indicate how required
documents will be sent to the ISP/OPM. At a minimum, each request shall contain a certification
document (CER) and a release document (REL) (also known as Certified Request Signature
Forms) which may be uploaded, faxed or mailed. Every request shall also contain an indication
of the type of fingerprint submission required. If fingerprints are required, indicate the method by
which they will be submitted. Initiators, Reviewers, and Approvers, have system authority for
this function.

Attachments are displayed on the Attachment window. There are several paths to get there.
Select the desired request to review from the main menu using the appropriate panel. Initiators
use the My Active Request Initiations panel. Reviewers use the Assigned to Me or the Awaiting
Review panel. Approvers use the Assigned to Me or the Awaiting Approval panel. Requests may
also be accessed by entering the SSN or Request ID in the Manage Request sidebar panel, and
click the Review Request button.

Locate the Request:

1. From the Main Menu, in the appropriate panel (Figure 4-14) click the radio button under the
“Select” column at the right of desired request.

Note: Figure 4-14 is the Initiator’s Main Menu.
Other Users use the same process, but in different
panels from their respective Main Menus. See
Figure 4-33 for the Reviewer’s main menu and
Figure 4-36 for the Approver’s main menu.
2. Click the Print Applicant Data button.
3. The Attachments window will appear. (Figure 4-21).
4. Alternatively, click the appropriate Request ID hyperlink. The Investigation Request
Summary window appears. Click the “Attachments” tab. The Attachments window will
appear.

5. A third method is to enter the SSN or Request ID in the Manage Request sidebar panel.
Click the View Request button.

6. Navigate to the Attachments window.
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Summary Attachments Comments

Investigation Request # 222077

Applicant isstlss

Initiating Agency T3
Destination ISP/Form
Status in this Agency

Date of Last Status Change

Canosl Request |

Attachments Help
Add or modify attachments associated with this request

Attachment Requirements

IMPORTANT: The last agency in the worldlow that will review this requestis Tem's Agency (ID:348). Any altachments that need to be supplied for this request must be provided before releasing the request
from that agency

Note: The following requirements must be satisfied before releasing this investigation request from the last reviewing agency: (Each documenttype must be attached separately but may contain multiple
pages. Attaching multiple document types as a single atachment could result in your investigation requast being rejected by OPM

= Anattachment of type Certification Page (CER) is required.
= Anattachment of type General Release (REL) is required.

Please refer to OPM INV 15, Requesting OPI Personnel Investigations, to determine what additional documents are required for this submission (if any).

If you are responsible for attaching these documents, do so before releasing the request from this agency
Expected Attachments as Indicated By Applicant

Currently Attached Documents
No records were found to display.
Create Cover Sheet for Fax Attachment
Provide the number of "Altached Pages” (excluding cover sheet) and "Sender's Contact# " to ensure your attachment is processed correctly,
Document Type [ 274 - Agensy Anschment =]
Attached Pages (excluding cover sheet) [ Sender's Contact#|

Add New Attachments

Document Type |-s=i=

Uploaded Attachment (TIFF, PDF, or PNG files only) Browse.

Method of Transmission [~==i== on= It vor Urizsssar

nt Typa—

Description [
Fingerprint Submission

= Please indicate the fingerprint submission details by selecting the appropriate response.
= If Submission Type of either Federal/Military Employee or Applicant (SF-87) or Contractor (FD-258) is selected then a Method of Transmission must also be selected.

‘Submission Details
Submission Type

Method of Transmission |

Submit |

ssw:[— [ [

- TD Sub One (ID:549) ¥ |[Go!

Enter an SSN, then select
an action from below.

Regusst GO Resst
Del=t= Agplicant

Manage Request ey
Enter an SSN or Request ID,
then select an action from
below.

ssh: [ |

Request ID:

Initisis Requsst

[Visw Regusst

Canosl Requsst

Edit Commaentis

[Frint Applicent Deta

Select an action from below.

[2dvancsd Search

Figure 4-21. Attachments Window (Initiator)

Procedures for Attaching a Document to a Request:

1. Look in the Attachment Requirements sub-panel of the Attachments panel (Figure 4-22) and
note the minimum required attachments: the Certification Page (CER) and the General
Release (REL). These documents are collected from the applicant or may be printed from

the Attachments panel.
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Summary | AUB | Attach Comments

Enter an SSN, then select
an action from below.

ssw— [ [

Investigation Request# 55253

Applicant Jerky, Beef (~} {I0:56827)

Initiating Agency Quantico =-QIF Treining S

- R Attachments Signature Forms Hyperlink
Date of Last Status Change Wss Nov 04 1 Panel fOr Certlflcatlon Form

‘Cancel uest =
- (CER) and General Release estiD,
Attachments FO rm (REL) frem
Add or modify attachments associated with this request. l_l—

—_—
Signature Forms [PDF]

View Miscellaneous Request Details [Web Page]

Attachment Requirements

IMPORTANT: The last agency in the workflow that will review this requestis PT OPM Training | (ID:665). Any attachments that need to be supplied for this request must be provided before
releasing the request from that agency.

Mote: The following requirements must be satisfied before releasing this investigation request from the last reviewing agency: (Each document type must be attached separately but may
contain multiple pages. Attaching multiple document types as a single attachment could resultin your investigation request being rejected by OPM.)

Attachment
Requirement
Sub-Panel
Lists Minimum
Requirements

= An attachment of type Certification Page (CER} is required.
= An attachment of type General Release (REL) is required.

Please refer to OPM INV 15, Requesting OPM Personnel Investigations, to determine what additional documents are required for this submission (if any).
If you are respensible for attaching these documents, do so before releasing the request from this agency.
Expected Attachments as Indicated By Applicant

No records were found to display.
Currently Attached Documents

# Type File Name Description |Methoc| Matches Delete
1 [cer =] A [ [wisitea =] = -
2 [rec =] HIA I [Faxes =] = r
Provide the number of "Attached Pages” (excluding cover sheet) and “Sender's Contact # to ensure your attachment is processed correctly.
Document Type [AT4 - Agency Attschment =1
Attached Pages (excluding coversheet) [ Sender's Contactz]

(Create Fax Cover Shest

Figure 4-22. Attachments Window (Initiator) — Upper Half - Forms Hyperlink and
Attachment Requirements Sub-Panel

2. Click the Signature Forms [PDF] hyperlink, (the other hyperlinks provide redundant
capability, but have no functionality for attaching documents) then print the documents.
Ensure the forms are complete and that the applicant has signed and dated them. The
ISP/OPM will not accept the investigation request without these documents.

3. Note that the applicant may have listed expected attachments when he or she certified and
released the request. If so, they will be displayed in the Expected Attachments as Indicated
by Applicant sub-panel of the Attachments panel (Figure 4-23). Collect these documents
from the applicant. The Currently Attached Documents sub-panel of the Attachments panel
displays documents already attached to the request. There are several ways to handle
attachments:

a. SCAN: The preferred method for attaching documents is to upload a scanned, electronic
document. e-QIP only accepts attachments in Tag Image File (.tif or .tiff), Portable
Document Format (.pdf), or Portable Network Graphics (.png) format. Also, the
maximum file size allowed is 5 MB. The recommended scanning specifications include a
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resolution of 300 dpi and bi-tonal, not color scanning. Scan or electronically image the
document, creating an electronic file that is within the parameters described above.

i. Inthe Add New Attachments sub-panel (Figure 4-24); select the Document Type
from the drop down list.

ii. Click the Browse button to find the desired file.

iii. Skip the Method of Transmission drop down list.

iv. Add a description in the Description field.

v. Click the Submit button at the bottom of the page.

vi. The system will display a message that a new attachment was successfully attached
to the request. You can view your attachment by clicking the View hyperlink when
the attachment appears in the Currently Attached Documents sub-panel. Repeat for

each scanned attachment.

b. FAX SERVER: Faxing is a 3 step process. First, select the document to be faxed.
Second, create a cover sheet. Third, fax the document.

i. Inthe Add New Attachments sub-panel, select the Document Type from the drop
down list. (Figure 4-24)

ii. Skip the Uploaded Attachment browse field.

iii. From the Method of Transmission drop down list select “Faxed — Attachment will be
faxed”.

iv. Add a description in the Description field.

v. Click the Submit button at the bottom of the page.

vi. The system will display a message that a new attachment was successfully added to
the request. The attachment will display in the Currently Attached Documents sub-

panel.

vii. In the Create Cover Sheet for Fax Attachment sub-panel, select the Document Type
from the drop down list (same document type as step i above).

viii. Enter the number of pages to be attached. Do not include the cover sheet in the
page count.

iX. Enter your phone number in the Sender’s Contact # field.

55



C.

X. Click the Create Fax Cover Sheet button. A new window will pop up with the
cover sheet. Print the cover sheet.

xi. Add the cover sheet to the top of the document to be faxed and send to the fax
number on the cover sheet. If the fax has been processed correctly, e-QIP will attach
your fax to the request.

xii. When the attachment appears in the Currently Attached Documents sub-panel, you
can view your attachment by clicking the View hyperlink. Repeat for each faxed
attachment.

Note that the Event History on the Summary tab
will include an event that indicates if the faxed
attachment was successful or not. If the document is
very large (> 5MB), the attachment will be split into
multiple files (each file < 5MB).

MAIL:

i. Inthe Add New Attachments sub-panel, select the Document Type from the drop
down list. (Figure 4-24)

ii. Skip the Uploaded Attachment browse field.

iii. From the Method of Transmission drop down list select “Other — Attachment will be
mailed”.

iv. Add a description in the Description field.

v. Click the Submit button at the bottom of the page.

vi. The system will display a message that a new attachment was successfully added to
the request. The attachment will display in the Currently Attached Documents sub-
panel.

vii. Repeat for each mailed document.

Mail the attachment to:

Attn: e-QIP Rapid Response Team
OPM-FPIC

PO Box 618

Boyers, PA 16020-0618
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For deliveries methods requiring a street address mail the attachment to:

Attn: e-QIP Rapid Response Team
OPM-FPIC

1137 Branchton Rd

Boyers, PA 16020-0618

d. OTHER: If you do not want to electronically upload, fax, or mail your document.

Vi.

Vii.

In the Add New Attachments sub-panel, select the Document Type from the drop
down list. (Figure 4-24)

ii. Skip the Uploaded Attachment browse field.

iii. From the Method of Transmission drop down list select “Other — The method of

delivery does not match the other options”.

. Add a description in the Description field.

Click the Submit button at the bottom of the page.

The system will display a message that a new attachment was successfully added to
the request. The attachment will display in the Currently Attached Documents sub-
panel.

Repeat for each document not scanned, faxed, or mailed.

viii.  Submit the documents to OPM.

e. DELETE. If necessary, attachments may be deleted. In the Currently Attached
Documents sub-panel click the “Delete” checkbox of the appropriate attachment then
click the Submit button. (Figure 4-23)

Procedures for Fingerprint Submissions.

Before a request is released to OPM, an agency user (initiator, reviewer, or approver) MUST
provide fingerprint submission information.

1.

From the Submission Details sub-panel of the Attachments panel (Figure 4-24) make a
selection from the “Submission Type” drop down list. If the Submission Type is “Not
Required—Reinvestigation or SF 86 Submission that meets requirements as outlined in FIN
94-6”, skip step 2 and proceed to step 3.

Make a selection from the “Method of Transmission” drop down list.

Click the Submit button at the bottom of the page.
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Expected Attachments

est

below.

as Indicated By
Applicant Sub-Panel

Signature Forms [PDF]
View Miscellaneous Reguest Details [Web Page]

ow that will review this requestis PT OPM Training | (ID:665). Any attachments that need to be supplied for this request must be provided before
aTagenCy.

uirements must be satisfied before releasing this investigation regue

ach document type must be attached separately but may
Aftaching multiple document types as a single attachmgo

QP

Currently Attached
Documents Sub-Panel

f type Certification Page (CER) is required.
type General Relsase (REL) is required.

ssne[ [
RequestiD:[

Initiate Request

[view Request

[Cancel Request

Edit Comments

[Frint Applicant Data.

Edit/View AUB

Select an action from below.

[Advanced Search

# Type File Name Description ‘Method Matches Delete
1 CER ¥ NIA [ [rsites =] = |
2 REL NIA I [Faxed =] = -

Provide the number of "Attached Pages” (excluding cover sheet) and “Sender's Contact#" to ensure your attachment is processed correctly.
Document Type [AT4 - Agency Attachment =1
Attached Pages (excluding cover sheet) [ Sender's Contact#|
Creats Fax Covar Shast
Document Type lm
Uploaded Attachment (TIFF, PDF, or PNG files only) [~ Browse

Method of Transmission |—sE\ea One If Not Uploaded—-
Description [

=

Fingerprint Submission

Please indicate the fing

nt submission details by selecting the appropriate response.
If Submission Type of eif ilit

or. {SF-87) or Ct

{FD-258) is selected then a Method of Transmission must also be selected.

Submission Details

S lission Type | Mot Required

gation or SF 86 that meats requi a5 cutlined in FIN94-8 ¥

=]

Method of Transmission |—sE\ea An Option—

Submit

Wass Initistion

Figure 4-23. Attachments Window (Initiator) — Lower Half- Expected Attachments and

Currently Attached Documents Sub-Panels
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Export Submission Data [XML]

Signature Forms [PDF

View Miscellansous Request Details [Web Pagel
Attachment Requirements

IMPORTANT: The last agency in the workflow that will review this requestis PT OPM Training | (ID:665). Any attachments that need to be supplied for this request must be provided before
releasing the request from that agency.

Mote: The following requirements must be satisfied before releasing this investigation request from the Iast reviewing agency: (Each document type must be attached separately but may
contain multiple pages. Attaching multiple decument types as a single attachment could result in your investigation request being rejected by OPM.)

= An attachment of type Certification Page (CER) is required.
= An attachment of type General Release (REL) is required.

Please refer to OPM INV 15, Requesting OPM Personnel Investigations, to determine what additional documents are required for this submission (if any).

Ifyou are responsible for attaching these documents, do so before releasing the request from this agency.
Expected Attachments as Indicated By Applicant

No records were found to display.

Currently Attached Documents

# Type File Name Description |Method
Create AT HOMC expanded x1 prg Fert srmcnmant Uplcy/ Create Cover Sheet for Fax
Cover 2 :i' v L :“"\ Attachment Sub-Panel

3. 171 = N/A Application Msiled v|>
Sheet 4 |feer 2 /A [ = 7]

s m A [y wish List ~ ||_;' | |

Create Cover Sheet for Fax Attachment

Provide the number of "Attached Pages” (excluding cover sheet) and "Sender's Conja2 T ensure your attachment is processed correctly.

Document Type [ AT4 - Agenoy Atiachment =l

Attached Pages (excluding cover sheet) Sender's Contact #

Add New Attachment
Sub-Panel

Add New Attachments

Document Type [~seiect s Document Type— =]

Uploaded Attachment (TIFF, PDF, or PNG files only) [ Bowse...
Method of Transmission |—sE\ea Cne If Mot Uploaded—

Description [

= Please indicate the fingerprint submission details by selecting the appropriate response. Fi ngerpri nt
= If Submission Type of sither Feder itary Employee or (SF-87) or Ci (FD-258) is selected then a Method of Transmission mi

— Submission Details
Sub-Panel

ion Type | Agency Condi d—Results must b d to OPM

Method of Transmission | Mailed—Fingerprint chart mailed ;l

E Submit

Figure 4-24. Attachments Window (Initiator) — Lower Half — Create Cover Sheet, Add
New Attachments and Fingerprint Submission Details Sub-Panels

4.3.7 Perform a Mass Initiation
Purpose:

Mass initiation allows a large number of applicants to be initiated at the same time provided they
all share the same AUB data.

The Mass Initiation is a process that requires several steps. It begins with creating an Excel™
spreadsheet that contains each applicant’s personal data.

Procedures for Creating an Excel™ Spreadsheet
1. Open a new Microsoft Excel™ spreadsheet. The spreadsheet must/will contain 11 columns.

The columns should not be labeled, however the data must conform to the order listed and
where prescribed, the format. See Figure 4-25 for a sample spreadsheet:
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a. Column A: Social Security Number. No specified format. Hyphens, dashes, or blank
spaces are not required. 123456789 format is preferred.

b. Column B: Last name. Normal capitalization.

c. Column C: First Name. Normal capitalization.

d. Column D: Middle Name. Normal capitalization. If no middle name — leave blank.

e. Column E: Suffix. Normal capitalization. Abbreviations OK. No punctuation required.

f. Column F: Date of Birth. MM/DD/YYYY format only.

g. Column G: City of Birth. Normal Capitalization.

h. Column H: County of Birth. Normal Capitalization. Leave blank if unknown.

i. Column I: State of Birth. Standard 2 character abbreviation, both capitalized.

j. Column J: Country of Birth. Leave blank if US. Normal capitalization if other than US.

k. Column K: E-Mail Address. Leave blank if unknown.

I.  Column L: Telephone Number. Leave blank if unknown, however the first row must
contain at least 2 blank spaces in order for the spreadsheet to upload into e-QIP
correctly.

Note that if you must delete a row from the spreadsheet
file; ensure that you use Excel’s™ Delete function from the
Edit Menu. Pressing the Delete key while the cursor is on
the row will NOT delete the delimiters, and e-QIP will

interpret the file as having empty fields.

Default column widths may need to be increased in order to
see data in the adjacent column.

2. Save the file as a standard spreadsheet.

3. Create a duplicate file with a CSV file extension. Click or roll the cursor over “Save As”.
Click “Other Formats™. In the “Save As” dialogue box, use the “Save as type” drop down list
to scroll down until the option, “CSV (comma delimited) (*.csv)” is visible. Click this option
and click the Save button.

4. Close the spreadsheet.
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5 111919191 Fork Butt John m 5/5/1984 Koper GA butt.fork@usmc.mil
6 | 111090909 Knife Point 6/6/1982 Tickbite Head NC point.knife@usmc.mil
7 111080808 Bowl Kurd John 7/7/1984 Dert cA kurd.bowl@usme.mil
8 | 111070707 Plate Less sr 8/8/1989 Mudt GA less.plate@usme.mil
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Figure 4-25. Mass Initiation Excel™ Spreadsheet
Procedures for Mass Initiation:

1. From the Initiator Main Menu, click the Mass Initiation button in the General sidebar
panel. Figure 4-14. The Mass Initiation Summary window will appear (Figure 4-26).

2. Enter a unique batch name in the text entry box.

3. Click the Browse button. Locate the Excel™ spreadsheet file created for the mass initiation.
Note that the proper file will have a “CSV” file extension (*.csv).

4. Adjust the maximum number of file errors, if desired. Default setting is set to 50.

5. Use the drop down list to select an applicant group. Groups will only be available if an
Agency Administrator established them.

Note that assignment to groups is not typical for the
Marine Corps; most investigation request applicants
will not be assigned to groups. Initiators may not
have groups available to select.

6. Select an ISP/Form from the drop down list.
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7. “Required to Import from Offline”. Default setting is No (unchecked). Leave unchecked.
This functionality is not yet enabled in e-QIP.

8. Click the Submit button.

File

Mass Initiation Summary

Quantico e-QIP Trz
Errors Batch Name
to Iain llenu RequestManagement User Management Text Box
Re port \ation Information Hep Manage User Help

Enter an SSN, then select
an action from below.

Provide on about the new mass initiation

Batch Name [Fome tias mitistion =] /J Batch File

) sl [ [
BatchFile [ Bowse.. | Browse Button

Maximum File Errors to Report |z0

G rou p Group | Default =
DrOp DOWn ISPiForm =l Manage Request Help
. Jffline Edition
e
LISt ‘antimport form responses from the e-QIP Offline Edition application, check the Required to Import frofm El‘,f;ﬂei]sfﬂﬂgsﬁﬁ,ﬁm'
dAiion requestin e-QIP cannot use this feature |SP/F0rm DrOp S

Required to Import From Offine. ™~ Down List

Submit
Button

Import Offline T
Check Box

General Help

Select an action from below.
Mass Initiation

Figure 4-26. Mass Initiation Summary Window

9. The system will display the Mass Initiation Applicants window (Figure 4-27). This step
allows confirmation of the records to be added to e-QIP. If a particular applicant has already
been initiated in the system, note that he or she will be listed as “Existing Data”.

10. Verify which applicants to include in the initiation by selecting the “Inc?” checkbox. Note

that applicants annotated with existing data are not selected as the default setting. If changes
are made, click the Save button. Then, click the Submit button.
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Existing
Data

Submit
Button

Confirmation to Include in the
Mass Initiation. Check to
Include — Uncheck to Remove
from the Mass Initiation

Main Menu | Logout

Mass Initiation Applicants
L3

Main Menu Reguest Manage

Itico e-QIP Training 8/19-8/20 (ID:1349)

Summary | Applicants UB | Confirmation

Mass Initiation Bateh Heme 2 (1D: 11903)

Destination | SP/Ferm OFM CISiIS (ID:1) / SF85 [1895-09]

Mass Initiation Applicant Information (Records 1 to 8 of 8)

Review and, where applicable, include or exclude applicants using the Inc? box. Click Submit to continue

Last, First Name, Middle SSH DoB Birth City County State ‘Country ‘e-mail Telephone Inc?
% Plate, Less (~) Sr 111-07-0707 08/08/1988 Mudt GA less plate@usmc.mil r

] Existing Data

Plate, Less (~) Sr 111-07-0707 08/08/1989 Mudt GA less.plate@usmc.mil
1 |Inkim, Foy John 111-51-5151 01/011983 Juit CA foyinkim@usme.mil 1315550080 r

Existing Data

Inkim, Foy John 111-51-5151 01/011983 Juit CA foy.inkim@usme.mil 1315550090
7 |Carrots, Peas And 333-08-0808 07/0711984 Dert CA kurd bowl@usme.mil ir
6 |Grape, Goofy (~) 333-09-0909 06/06/1982 Tickbite Head NC point knife@usme.mil I
2 |Core,Hard (~) 333-61-6161 02/0211983 Tyok GA boy.blinkim@usmc.mil I
3 |Apple, Sweet Cider 333-711-71171 03/03M1983 Burbee NC nim.nod@usmc.mil 2
4 |Pear, Kurt(~)Jr 333-81-8181 04/04/1983 Mijut Brazil head spoon@usmc.mil ir
5 [|Passionfruit, Delicious John Il 333-91-9191 05/05/1984 Koper GA butt fark@usme.mil I~

Submit | Save | Cancel |

Save Version: 2.00.15

Button

Figure 4-27. Mass Initiation Applicants Window

11. The AUB window appears. Once AUB data is edited and the Submit button clicked, the
Mass Initiation Confirmation window appears. Figure 4-28.

Note: You must provide a complete, validated
AUB before mass initiation will be completed. See
paragraph 4.3.2 for AUB data editing procedures.

12. Confirm all information is correct and click the Submit button. The Main Menu window
appears. The newly created mass initiation batch name will appear in the Mass Initiations
panel (Figure 4-14).
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Main Menu | Logout |
Mass Initiation Confirmation
Quantico e-QIP Training 8

Main Menu Request Management User Management

MESSAGES

Manage User
= e-QIP successfully updated Agency Use Block.

Enter an 85N, then select
an action from below.

ssw:[— [ [
Mass Initiation Batch Home Mass Initisticn test (I0: 11801) Requsst GQ Resst

: B " Delste Applicant
Destination ISPForm OFM CISAS (ID:1) / SF85 [1855-09)

Summary | Applicants | AUB | Confirmation

Manage Request Help

Mass Initiation Confirmation

Mass Initiation

Enter an SSN or RequestID,

Review the information below, and click the Submit button to perform the mass initiation. then select an action from
Batch: Horne Mass Initiation test Data to be ey
Group: Defaut Confirmed SSIE ||
ISP/Form: OPIM CISAS/SF85 [1995-09] RequestiD:[
Initiation Summary: [nitiating 8 of total 8 applicants. Initiste Request
Submit | Cancel [view Requast

\ [Cancel Request
Edit Comments

Print Applicant Data

Edit/View AUB

Submit
Button

Version: 2.00.15

Figure 4-28. Mass Initiation Confirmation Window
4.3.8 Remove a Mass Initiation
Purpose:
This function is an “administrative housekeeping” capability that removes a mass initiation from
the mass initiation list within a given agency, but will not affect any requests associated with it.
Only initiators have system authority for this function.

Procedures for Locating and Removing a Mass Initiation:

1. From the Main Menu, in the Mass Initiations panel (Figure 4-14) locate the name of the mass
initiation to remove.

2. Click the hyperlink under the “Name” column that corresponds to the desired mass initiation.

3. If the status of the mass initiation is "Completed,"” the system will display the Completed
Mass Initiation window (Figure 4-29) with information relative to the mass initiation.

4. If the status of the mass initiation is "In Progress," the system will display the Mass

Initiation Summary window (Figure 4-30) with the following tabs: Summary, Applicants,
AUB, and Confirmation.
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5. Click the Remove from List button to remove it from the list.

Completed Mass In

testfive
Group: Default
Form: OPM CISISISFSE [1995-00]
Initiation Summary: Initiated 1 of total 12 applicants.

Manage User

Enter an 55N, then select
an action from belaw.

ssw| | | |

[Request 50 Resat |

Delate

Remove From
List Button

Figure 4-29. Completed Mass Initiation Window

Delate Applicant

Manage Request

Enter an SN or Request 1D,
then selectan action from
below.

sl [ |
Requesti:| |
Initiate Request

Mass Initiation Summary

Applicants | AUB | Confirmation

Mass Initiation Batch Home & (ID: 11508)

Destination ISP/Form OF CIS/S I0:1)/ SFEE [1995.08]

IP Training

Manage User

Enter an 88N, then select
an action from below.

ST

Review or, if applicable, provide mass initiation information.

Batch Name [Home &
Batch File Browse. Note: Afile has already been uploaded

Maximum File Errors to Report [5a

Group | Default -

1SP/Form OPM CIS/S/SF85 [1995-09]

Ta et each applicant import form responses from the e-QIF Offline Edition application, check the Required to Import from Offline box. Note: any applicanis who already have form responses
from a prior investigation requestin e-QIP cannot use this feature

[Request GQ Reset

[Delete 2pplicant

Manage Request Help

Enter an SSN or Request ID,
then select an action from
below.

SsM:[ [

RequestiD:[—

Import from e-QIP Offline Edition

initiste Request

|[Vi=w Request

Required to Import From Offline [~

[cancel Request

[Eait Comments

Submit I

e ] 7 <

[Print Apglicant Dats.

7 Remove
From List
Button

Figure 4-30. Mass Initiation Summary Window
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The system will display a dialog window with the message: "This will remove this mass
initiation from the list for your agency, but will not affect any requests associated with the
mass initiation. Are you sure you want to do this?"

If you are sure you want to remove the mass initiation, click the OK button.

The system will re-display the Main Menu with the message: "e-QIP successfully removed
the mass initiation "XXXXX" from the list."

4.3.9 Remove a Mass Initiation and Delete Requests

Purpose:

This function will delete the mass initiation, and delete any associated requests, as long as none
of the requests have been touched by any applicant. Only initiators have system authority for this
function.

Procedures for Locating and Removing Mass Initiations and Deleting Requests:

1.

From the Main Menu, in the Mass Initiations panel (Figure 4-14) locate the name of the mass
initiation to remove.

Click the hyperlink under the “Name” column that corresponds to the desired mass initiation.

If the status of the mass initiation is "Completed,” the system will display the Completed
Mass Initiation window with information relative to the mass initiation.

If the status of the mass initiation is "In Progress,"” the system will display the Mass
Initiation Summary window with the following tabs: Summary, Applicants, AUB, and
Confirmation.

Click the Delete button to remove the mass initiation from the list and delete all the
associated requests.

The system will display a dialog window with the message: "This will delete the mass
initiation, and delete any associated requests, as long as none have been touched by the
applicant. Are you sure you want to do this?"

If you want to delete the mass initiation and its associated requests, click the OK button.

The system will re-display the Main Menu with the message: “e-QIP successfully deleted
mass initiation "XXXX".”

The mass initiation will no longer be listed in the Mass Initiations panel.
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10. If you decide to not delete the mass initiation and its requests, click the Cancel button. Data
in the system will remain unchanged.

4.3.10 Review a Mass Initiation

Purpose:

This function will allow changes to the mass initiation provided the status is “In Progress”. If the
status is “Completed”, the data may be viewed only. Only initiators have system authority for
this function.

Procedures for Locating and Reviewing Mass Initiations:

1. From the Main Menu, in the Mass Initiations panel (Figure 4-14) locate the name of the
mass initiation to remove.

2. Click the hyperlink under the “Name” column that corresponds to the desired mass initiation.

3. If the status of the mass initiation is "Completed,"” the system will display the Completed
Mass Initiation window with information relative to the mass initiation. In this case, you
can only view the summary information and cannot change any of the mass initiation data.

4. If the status of the mass initiation is "In Progress," the system will display the Mass
Initiation Summary window with the following tabs: Summary, Applicants, AUB, and
Confirmation. In this case, data associated with the requests and the mass initiation may be
changed prior to submitting it to the system.

5. Review and/or modify data as required.

4.3.11 Request an Authentication Reset

Purpose:

To request a reset of authentication questions and answers (Golden Questions and Answers) to
the system defaults (last name, four-digit year of birth, and city of birth). Program Managers
must approve before reset occurs. Initiators have system authority for this function. Help Desk
Users have authority to reset applicants only. See paragraph 4.8.1 for Help Desk User
procedures.

Procedures for Requesting Authentication Reset:

1. Enter the SSN of the user or applicant who is requesting the authentication reset into the
Manage User sidebar panel (Figure 4-14).

2. Click the Request GQ Reset button.
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3. The Request Authentication Reset window (Figure 4-31) will appear.

4. Review the information on this window to ensure you are requesting an authentication reset
for the correct person.

5. Provide any applicable comments about the request for authentication reset
6. Click the Submit button. Your request will be saved, awaiting Program Manager approval.

Note that if the Initiator also holds Program
Manager permissions the system will not allow
him/her to approve themselves. Another Program
Manager user in the agency must approve the reset
request.

Iain Menu | Logout
Request Authentication Reset

k

12)

Main Weny Req

User Information Heln Manage User

Review the user infarmation helow to ensure that you are reguesting an authentication reset for the correct person. MNext, provide any applicable comments about this reguest for authentication Enter an §5N, then select
resetand click the "Subrmit' button, anaction from below,

User Information

Social Security Number 933-98-4153
Full Name afle, Alex Art

Date of Birth 022211360
Place of Birth Morristown (Morris County), NJ
E-Mail aaa@aol.com

Authentication Reset Comments Enter an 88N ar Request 1D,
then select an action from
below,

Manage Request Help.

SSN:
pewescm: .|

initiate Request

Comments

en
Print Applicant Data
Edit/view AR

General Helg

Select an action fram below:

Figure 4-31. Request Authentication Reset Window
4.3.12 Delete an Applicant
Purpose:

Removes an applicant from the e-QIP system. Any requests that the applicant has in the current
agency will be listed. Review the data provided to ensure that this is the appropriate person. Only
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Initiators have system authority for this function. Note that the applicant's social security number
may NOT be deleted by you if he/she:

e Has any system or agency roles in the system,
e Has worked on any request in the e-QIP system before, or
e Currently has a request in any other agency in e-QIP.

Procedures for Deleting an Applicant:

1. Enter the SSN of the applicant to be deleted into the Manage User sidebar panel (Figure 4-
14).

2. Click the Delete Applicant button.

3. The Delete Applicant window will appear as shown in Figure 4-32. Review the information
on this window to ensure you are deleting the correct person.

4. To delete the applicant, enter the social security number in the confirmation box labeled
"Confirm Delete User SSN", and then press the Delete button.

5. A final confirmation message will appear for confirmation that deleting the user is the
desired action. To proceed with deleting the applicant, press "OK", otherwise press "Cancel".

Delete Applicant

IMain Menu Ren

Currently Active Request(s) Help Manage User

‘The following listing shows the currently active reguest(s) that the applicant has in this agency. Enter an 55N, then select
an action fram below,

|Reql|est D |Name ‘SSM |Stalus ‘ISPJForm |Group |Lasl Action
|Baass [1ast, first middle |8ss-98-2177 [ mitiated, Untoushed by applicant |oPM cisns 15786 [1995-03] [perautt [anm7 go7-18 am

Applicant Information Help.

ste
Fravide the social security number ofthe applicant vou wish to delete and press the delete button ta remove the applicant frarm the systerm

User Information

Enter an SSM or Request 1D,

Social Security Number 998-98-4177 then select an action from
Full Name |ast, first middle below,
Date of Birth 01/01/1 960 SSN:
Place of Birth city, TH Request ID:
E-Mail o0
Delete this Person [ o
[view Request
Confirm Delete User SSN
ancel Reque

( Delete |

Figure 4-32. Delete Applicant Window
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4.4 Reviewer Functions

This section explains options (excluding Reviewer roles shared by Initiators already explained in
the previous section under the Initiator’s functions) available from the Reviewer’s Main Menu.
After a user who has the reviewer role successfully logs in, the system will display a window as
shown in Figure 4-33. The figure illustrates the Reviewer’s Main Menu when there are active
requests assigned. The Reviewer has access to functions including Agency Use Block
Management, Request Management, and Review and Print.

Main Menu | Logout
Main Menu

Manage

Last successful login: Fri, 11/20/2009 1413 |
ASSIgI’led tO Me Number of unsuccessful login attempts since las S5 g RequeSt
Panel Quantico e-QIP Training 3! S|debar
Panel

signed To Me (Records 1 to 4 of 4) Manage Request Help

AWaltlng request from the table, then select an action from below. Enter an SSN or Reguest ID,
: then select an action from
REVIEW m Name SSN Status ISPiForm Grou| Last Action Select fbelow
Hardin, M H Mr 136-48-8388 Pending Agency Review OPM CISAS / SF85 [1995-09] Default 10/26/09 10:39:19 AM (ol SSH: l_
Pa n EI Puller, Chesty (NMN) 656-00-9999 Pending Agency Review OPM CISAS / SF86 [2008-07] Defaull | 11/4/09 10:50:57 AWM [l Request ID:
Vee, Delta (~) 000-09-0909 Pending Agency Review OPM CISAS / SF85[1995-09] Default 11/4i09 12:25:45 PM (o Review Request
iew Request
Breaks, Glass Bong 434-43-3434 Pending Agency Review OPM CISNS | SF85[1995-09] Default 11/11/09 11:21:26 AM &l
[cancel Request
Cancel Request | EditView AUB | Edit Comments | Print Applicant Data | Review Regquest Edit Comments
Frint Applicant Data
Awaiting Review EditView AUB

Select a request from the table, then select an action from below.

General
|Request D [Hame SSH Status ISPForm Group [Last Action Select

| No records were found to dispiay.

Select an action from below.

( Review Request | [advenced Search

Figure 4-33. Reviewer Main Menu

4.4.1 Review a Request

Purpose:

Reviewing the investigation request is an oversight function to ensure that the applicant’s data is
complete, that required additional documents are attached to the request, and that Agency Use
Block (AUB) data is correct. The review function allows an e-QIP user to reject or return the
request to a subordinate agency or the applicant; or depending upon role, to endorse the request
for release to an approver or to higher headquarters for additional oversight; or to the

Investigative Service Provider (ISP). Reviewers and Approvers have system authority for this
function.

Reviews are performed in the Review window. There are several paths to get there. Select the
desired request to review from the main menu using the appropriate panel. Reviewers use the
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Assigned to Me or the Awaiting Review panel. Approvers also use the Assigned to Me or the
Awaiting Review panel. Requests may also be accessed by entering the SSN or Request ID in the
Manage Request sidebar panel, and click the Review Request button.

Locate the Request:

1. From the Main Menu, in the appropriate panel (Figure 4-33) click the radio button under the
“Select” column at the right of desired request.

Note: Figure 4-33 is the Reviewer’s Main Menu.
Other users use the same process, but in different
panels from their respective Main Menus. See
Figure 4-36 for the Approver’s main menu.

2. Click the Review Request button.

3. The Review window will appear. (Figure 4-34)

4. Alternatively, click the appropriate Request ID hyperlink. The Investigation Request
Summary window appears. Click the Review tab. The Review window will appear.

5. A third method is to enter the SSN or Request ID in the Manage Request sidebar panel.
Click the View Request button.

6. The Review window appears.

Review
Request

Summary | AUD | Review | Astachments | Gomments | Panel

Enter an S5M or Requesti0,

Hype rI i n ks :ﬁ::eledﬂ 3cion from

S8

Requestil: [

s igred b0 Giilfin, Peber |- ID-54123) Fravom Hiacrime

[ Aot

Cancal Racoest

Agency Comments ‘

P BT BT |

Rejection History

[Fesviaw the rejacsion history 1or curmant requast

|Requestin [ Status in this Agency [Last Status Cl Agency [Form [ssigned Group in this Agency [Review Copy _[Misc Detads
|stsa8 |Penaing agency Review [ 111108 112125 4 |sFessesos  |Detaur | =

Figure 4-34. Review Request Window and Panel
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Procedures for Reviewing Request:

1.

In the Review Request panel, select one of the following hyperlinks: Compact Copy [Web
Page], Review Copy [Web Page], or Archival Copy [PDF]. Each hyperlink displays

applicant information in a different format. The compact copy format is recommended.

a.

C.

Compact Copy is the validated form, but in a format that is easier to read than the
Archival Copy. It looks similar to the form itself and opens in an Internet Explorer™
Window.

Review Copy is the version the applicant viewed prior to validating his/her responses. It
also opens in an Internet Explorer™ window.

Archival Copy is the official version which displays in PDF format.

Review the request to be sure it contains:

Correct, complete, and current information, with details provided where applicable
Street addresses, not PO Boxes, for all required addresses

Zip codes for each activity

No time gaps

Correct and complete AUB (agency use block) data. Note the questionaire type located
near the top of the request document. Click the AUB Tab to ensure the agency use block

for the questionaire type is complete and accurate. See paragraph 4.3.2 for procedures to
edit AUB data.

Correct and complete attachments and fingerprint submission data. Note attachments
indicated in the Expected Attachments section located near the end of the request
document. Click the Attachments Tab. Ensure those attachments are listed in the
Currently Attached Documents sub-panel. Ensure any other required attachments are
listed, especially the minumum required attachments. Ensure the fingerprint submission
details are indicated. See paragraph 4.3.6 for procedures to attach or delete documents
and to change or add fingerprint submission details (aka attached documents metadata).

Rejection of the request at OPM can be reduced by ensuring:

e All accompanying documents are received by OPM within 30 days of the request
being submitted. This includes attachments and fingerprint cards. If fingerprints are
submitted via FTS, they will be at OPM already.

e A fingerprint SAC is created for electronic fingerprint submissions and the results of
the SAC are added to a case within 120 days. The agency should include the “I”
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3.

code in the FIPC codes of the AUB to notify OPM of the electronic submission and
PIPS will pull the SAC results into the case. Note: Do not mail accompanying
documents until you click Release from Agency in e-QIP. OPM must be able to
match received documents with a request.

Subject information, such as SSN, DOB, and Place of Birth are entered accurately. If
there is a previous investigation record in PIPS and this information differs from the
information provided on the new request, it will be rejected.

The forms match the request ID. If the signature pages have a different request ID, it
will be returned. This usually occurs when a case has been rejected and there are new
signature pages. Also, if a case is generated in e-QIP, OPM must have the e-QIP-
generated signature pages, not the generic signature pages.

The request is complete, particularly that all applicant identifying information is
complete and accurate (name, address, SSN, etc), and that there are no gaps where
dates are requested (employment, previous addresses).

For questions where the applicant responds YES, more information must be provided.
Examples of this include Selective Service Registration Number for males, US
military history, use or possession of drugs.

Requests are submitted within 120 days of the forms being signed. If more than 120
days have passed, the forms will be delayed or returned, and the request must be re-
initiated.

Any scanned documents, such as attachments, are legible and in the proper format.

If correct and complete, click the Save Changes button (if any comments exist) then click
the Release to Approver (if the user does not have Approver authority) or the Release from
this Agency button (if the user has Approver authority and releases into a pass through
hierarchy directly to OPM or the users agency hierarchy requires additional reviews) to
endorse the request and forward it.

If incorrect or incomplete there are 2 potential options. If the request came to the user from a
child agency (subordinate agency in the hierarchy), the Reject to Child Agency button is
available. If not from a child agency, the only other option is to select the Reject to
Applicant button.

a. Reject to Applicant.

Complete the “Reject to Applicant Comments” text box in the Rejection Comments
sub-panel. Comments should be specific so the applicant knows what to correct.

Click the Save Changes button. Click the Rejection Letter [Web Page] hyperlink
located above the Rejection Comments sub-panel to view the rejection letter. A
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separate window appears with a pre-populated letter that contains the date, applicant’s
name, Request ID, and the rejection comments. The letter also includes a link to the
e-QIP applicant page and instructions for resubmitting the request.

iii.  Once the rejection letter has been generated, it may be copied to a Microsoft Word
document or sent via e-mail through Outlook.

» To send the letter by mail:
e Copy and paste the contents of the letter into a Word™ document.

e Add any additional instruction if necessary. Then print and send the letter by
mail.

» To send the letter by e-mail (Outlook™ users only):

e With the letter open in the e-QIP web page view, select the Page drop down
list. Click Page by E-mail. The contents of the letter automatically display in
an Outlook message.

e Add any additional instructions if necessary.

e Enter the applicant’s email address and send the message.

e Close the web page pop-up window by clicking the Close button.

iv. Click the Reject to Applicant button to send the request back to the applicant.
b. Reject to Child Agency.
i. Complete the “Agency Comments” text box in the Rejection Comments sub-panel.
Comments should be specific so the subordinate agency knows what the problems
are.

ii. Click the Save Changes button.

iii. Click the Reject to Child Agency button to send the request back to the submitting
agency.

Note: If the request was initiated by the rejection of
a prior request, then the previous rejection
comments will be displayed to the Reviewer who
has been assigned to the request (Figure 4-35).
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Review Request Help

Review applicant data and Release or Reject the request with comments.

Compact Copy [Web Page
Review Copy [Web Pace]
Archival Copy [PDF

Rejection Letter [Web Page

Reject To Applicant Comments

Agency Comments

Flease review and add comments.

Previous Reject To Applicant
Comments

Save Changes | Reject to Applicant | Release to Approver |

Figure 4-35. Rejection Comments Panel

4.4.2 Download a Certified Request Submission Data Form (Archival Copy)
Purpose:

To view or print the Archival Copy of the investigation request. The Archival Copy is the
official version of the investigation request. Archival copies are often printed and retained for
local records. Reviewers and Approvers have system authority for this function.

The Archival Copy hyperlink is found on the Attachments and the Review windows. There are
several paths to get there. Select the desired request to review from the main menu using the
appropriate panel. Initiators use the My Active Request Initiations panel. Reviewers use the
Assigned to Me or the Awaiting Review panel. Approvers use the Assigned to Me or the
Awaiting Approval panel. Requests may also be accessed by entering the SSN or Request ID in
the Manage Request sidebar panel, and click the Review Request button.

Locate the Request:

1. From the Main Menu, in the appropriate panel (Figure 4-33) click the radio button under the
“Select” column at the right of desired request.

Note: Figure 4-33 is the Reviewer’s Main Menu.
Other users use the same process, but in different
panels from their respective Main Menus. See
Figure 4-36 for the Approvers main menu.
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2. Click the Print Applicant Data or the Review Request button.
The Attachments or the Review window will appear.

3. Alternatively, click the appropriate Request ID hyperlink. The Investigation Request
Summary window appears. Click the Attachments or the Review tab. The Attachments or

the Review window will appear.

4. A third method is to enter the SSN or Request ID in the Manage Request sidebar panel.
Click the View Request button.

5. Navigate to the Attachments or the Review window.

Procedures for Download Certified Request Submission Data Forms (Archival Copy):

1. Click the Archival Copy [PDF] hyperlink. The system will display the Archival Copy in a
separate browser window.

2. View, save, or print the Archival Copy.
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4.5 Approver Functions

This section explains options (excluding Approver roles shared by Reviewers and Initiators
already explained in previous sections) available from the Approver’s Main Menu. After a user
who has the Approver role successfully logs in the system will display a window as shown in
Figure 4-36, the Approver’s Main Menu. The Approver has access to functions including
Agency Use Block Management (edit and view), Request Management, and Review and Print.

Case status information for scheduled, closed and unacceptable requests is also accessible from
the main menu.

Main Menu | Logout Mal’lage

Main Menu
Last successful login: Wed, 06/24/2009 07-17 E Req uest
Number of unsuce gin 2 ce last successful login: Sldebar

TR Panel
SectAnotner Agency

Assigned To Me (Records 1 to 1 of 1) tep Manage Request Help
Select arequest from the table, then select an action from below.

Enter an SSN or Request ID
then select an action from
RequestID |Hame SSN Status ISP/Form Group Last Action Select f§ below
1714346 last, first middle 999-98-4173 Returned from ISP (Returned Unacceptable) QOPM CISNS / SFB5 [2008-07] JuneGroup | G6/24/09 7:21:03 AM (o) SSN: |_
Cancel Requast | Edit'View AUB | Edit Comments | Frint Applicant Data | Review Request | Request ID: |

Review Requsst
Awaiting Review |View Request

Cancel Request
Select arequest from the table, then select an action from below T ———
it C s
[Request 1D ‘Name 55H Status [1sPForm Group [Last Action Select W[Frint Acplicant Dats
Mo records were found fo display. IW
[ Revisw Request [View Notices

Reviewed - Awaiting Approval

Case Status

Help General
Select a request from the table, then select an action from below.

M essa ges fro m IS P Select an action from below.
RequestiD [Hame 55K Status N / [select [Advanazo Search
Mo records were found to dispk: P ane I
[ Review Requast /

Case Status Messages from ISP - Maximum 250 (Records 1 to 5) Show Total Count | Expanded List | Help
Select a request from the table, then select an action from below

Request 1D |Name SSH Initiate Date Status

ISP/Form Group Last Action

OFM CIS/S / SF85 [2008-07] (JuneGroup |6/24/09 7:21:03 AW | &

1714346  |last first middle |999-98-4173 [6/24/09 7:07:32 AN | Returned from ISP (Returned Unacceptable)

1714267 |last, firstmiddle |999-98-4173 |6/24/09 6:24:23 AN | Released to Parent Agency (Case Scheduled) |OPI CIS/S / SF85 [2008-07] [Default

1714269 |last, first middle |999-08-4173 [6/24/09 6:24:45 AN |Released to Parent Agency (Case Scheduled)
1711520 |last first middle (999-08-4173 |6/18/09 12:40:18 PW

5/24i09 6:38:51 AN

OPM CISIS | SF85 [2008-07] (Default 624109 6:35:21 AM

Released to Parent Agency (Case Scheduled) | QPN CISAS [ SF35 [2008-07] |Default

6/24/09 6:17:02 Al

el NeRe N Ne]

1712780 |last, first middle (999-98-4173 |8/23/09 10:26:35 AM | Released to Parent Agency (Case Scheduled) |OFII CIS/S / SF85 [2008-07] |Default 6/23i09 10:56:24 AW

" View AUB | Edit Comments | Frint Applicant Dats | View Notices | Cases

Cases Returned Unacceptable - Maximum 250 (Records 1 to 2 of 2) Retu rned
Select arequest from the table, then select an action from below. U n acce pta ble

Request P

D Hame S5H Status ISP/Form Group Last Action Assignes| Select Pa n el

1714346 |last, first middle 5337398’ Returned from ISP (Returned Unacceptable) E):H CISNS f 8F85 [2008- JuneGroup iﬁ;‘mg 72103 firstlast |

58709 LMAutoGenerated, FN_4103 1 (999-98- Released to Parent Agency (Returned OPM CISNS / SFB5P [1995- e 4/6/09 11:55:28
2029 - o WETE
1883929 |0 4103 Unacceptable) 0g] NewGToup |y 3
View AU Edit Gomments Frint Applicant Dats View Notioss

Version: 2.00.15

Figure 4-36. Approver Main Menu
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4.5.1 View a Request — Case Status Messages from the Investigative Service
Provider (ISP)

Purpose:

To review request statuses and notes/messages from the ISP regarding investigation requests.
Approvers and Program Managers have system authority for this function.

Procedures for Locating and Viewing /Editing/Printing Information about Case Status Messages
from ISP:

1. From the Approver Main Menu (Figure 4-36) in the Case Status Messages from ISP panel:

a. Click the radio button in the “Select” column of the request to be viewed. Then click the
View Notices button. Note that requests in this panel may be listed again at the top of the
list as agency user’s act on the request and the Last Action Date is changed. The Notices
window will appear (Figure 4-37).

b. Alternatively click the Request Number hyperlink under the “Request ID” column.
Note: The maximum number of records displayed in this panel is set by the DBA. The
default value is 250. For larger sets of data, use the Advanced Search function. The
Investigation Request Summary window will appear. Click the “Notices” tab. The
Notices window will appear.

2. From the Manage Request sidebar panel, a third method to locate the request is to enter the
SSN and click the View Notices button.

3. If the case has been scheduled, the “Event” column will have an active link to detailed

information about the request, including the AUB that was submitted to the ISP, the
attachments to the request, and fingerprint submission information.
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Notices

Main Menu Agency Management ReguestManagemeni User Management

Summary | AUB | Attachments | Comments | Motices ‘

Select Another Agency. IR e Rl

Investigation Request# 212320

Applicant testls

stfirst (MMN) (1D:65552)

Initiating Agency Tem

Destination ISPiForm COFM CIS/IS (10:1)/ SFBE [2008-07]

Status in this Agency Rslsss=d to Parent [RLTF]
Current Agency/Status OF1\i CISIS (ID:1)/ Relessed to ISF/Case Schaduled (ISCH)
Date of Last Status Change W=d Mer 11 08:24:20 EST 2008
Notices Help
Review the notices for current request.
Executing Client IP
Event Date Occurred Agency Person Address Status
W I F R4 g i sNs
Case Scheduled by Investigation Provider ébeudgrﬂar 11085431 EST ﬁgrl‘l_c‘“ 1S Released to ISP/Case Scheduled
Comments: Case type changed at 13P from "02" to case type "06". For details contact ISP.
Case Closed Discontinued by Investigation Wed Mar 11 06:54:31 EST |OPM CISAS
Provider 2009 101y ‘ ‘ Released to ISP/Clased Discontinued

Figure 4-37. Notices Panel

4.5.2 View a Request — Cases Returned Unacceptable (OPM Specific)

Purpose:

To review statuses of requests returned as unacceptable. Approvers and Program Managers have

system authority for this function.

Procedures for Locating and Viewing /Editing/Printing Information about Cases Returned

Unacceptable:

1. From the Approver Main Menu (Figure 4-36) in the Cases Returned Unacceptable panel:

a. Click the radio button in the “Select” column of the request to be viewed. Then click the
View Notices button. Note that requests in this panel may be listed again at the top of the
list as agency user’s act on the request and the Last Action Date is changed. The Notices

window will appear (Figure 4-38).

b. Alternatively click the Request Number hyperlink under the “Request ID” column.

Note: The maximum number of records displayed in this panel is set by the DBA. The
default value is 250. For larger sets of data, use the Advanced Search function. The
Investigation Request Summary window will appear. Click the “Notices” tab. The

Notices window will appear.

2. From the Manage Request sidebar panel, a third method to locate the request is to enter the

SSN and click the View Notices button.
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3. The Figure 4-38 Notices panel has an additional comment line to provide the unacceptable
code(s) and the related descriptive text. Each unacceptable event in the panel is an active link
to detailed information about the request, including the AUB that was submitted to the ISP,
the attachments to the request, and fingerprint submission information.

4. For each request returned unacceptable, the system will check the days since applicant
certification against the parameter set for termination (Days from Subject Certification Date
Until Returned Unacceptable Terminates). If the date is less than the days to termination, the
system will assign the request to the previous Approver (if the Approver is no longer
authorized, then to the previous group), and the request can again be returned to a child
agency, rejected to the applicant, the AUB can be modified, and/or the request can be re-
released to the ISP.

Summary | AUB | Review | Attachments | Comments * | MNotices |

Applicant i=stlast, t

Initiating Agency Tom's Ag=ncy
Destination 1SP/Form CFL CIS/S (ID:1)/ SFE5F [1985-03)

Status in this Agency Fsio from ISP (RTFI)

Date of Last Status Change V=g Apr 23 08:1€:81 EDT 2009
Cancel Reguest

Notices Help

Review the notices for current request

Event Date Occurred Agency Executing Person|Client IP Address| Status
Case Returned Unacceptable by Investigation Wed Apr29 07:15:50 EDT o . Released to ISPIReturned
Provider 2009 DR S Unacceptable

Comments: Unacceptable Codes: 1 -1 Description, 3 - 3 Description
T

Figure 4-38. Notices Panel (Returned Unacceptable)
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4.6 Program Manager Functions

This section explains options (excluding Program Manager roles shared by Reviewers, Initiators,
and Approvers already explained in previous sections) available from the agency user who has
been assigned the role of Program Manager. After a user who has the Program Manager role
successfully logs in, the system will display a window as shown in Figure 4-39, the Program
Manager’s Main Menu. A Program Manager may view agency use block data, approve
authentication reset for agency users, cancel/uncancel requests, view a request’s summary
information, assign and/or unassign requests to reviewers and/or approvers, change the assigned
group for requests, and edit/view request comments. Case status information for scheduled,
closed and unacceptable requests is also accessible from the main menu.

Main Menu | Logout ‘
Main Menu

Tom's Agency (ID:54

Select Another Agency: |RE iRl . ‘

Main Menu RequestManagement User Management

Oldest Unassigned Requests (Records 1 to 1 of 1) Heip Manage Request Help
Select one or more requests from the table, then select an action from below. If assigning to an agent, please select appropriate agent from list, then select ‘Assign Request. Enter an SSN or RequestID,
then select an action from
RequestlD |Hame |SSN |S(a(u5 [ISPIForm |Groug |Last Action ‘Asswgnee below.
212027 tastlast, testirst (MMN) |99979974152 |Pending Agency Review OPM CIS/IS / SF86 [2008-07] |Gmup2 |3mzmg 9:33:07 AW “ — Unassigned — ssh:[ [ |
[ Assign Regusst Request ID: |

[visw Regusst
Cancel Request
Uncancel Request

M[Unzssign Requast
Reguest ID Hame \SSN Status [IsPiForm Eoug Last Action Assignee Select [E=it
Mo records were found to display. IIW

EdivView AUB
[View Motices

Request Assignments | Have Made

Select a request from the table, then select an action from below

Canoel Request Edit/View AUB Edit Comments Frint Applicant Dsta Unsssign Regquest

Pending Authentication Resets Help

Review the requests for authentication reset below, then select an action from below General Help

|Name SSN |Reguesled By |Da(e Queued Status Requestor Comment Approver Comment Select

o records were found o display.

ISeIect an action from below.

[advenced Search

ﬂ Apcrove Rasst | Raject Resst |

Case Status Messages from ISP (Records 1 to 5 of 5)

Select a request from the table, then select an action from below

IﬁDﬂM Hame SSH Initiate Date Status ISP/Form Group Last Action
919 testlast, testfirst 999-98- 3/9/09 1:58:10 Released to Parent Agency (Returned OPM CISNS | SF86 3/9/00 2:04:55
212914 | gy 4152 = Unacceptable) [2008-07] LETEE A T
212921 testlast, testfirst 999-98- 2/10/09 7:41:05 |Released to Parent Agency (Returned OPM CISNS | SF86 Group2 210/09 7:49:48 ~
= (MMM 4152 Al Unacceptable) [2008-07] roun Al
54509 testlast, testfirst 999-98- 3/10/09 6:07:33 . OPWM CISNS | SF86 3i10/08 7:51:00
212920 (MMM 4152 Al Released to Parent Agency (Case Scheduled) [2008-07) Default Al (ol
s testlast, testfirst 999-98- 3/9/09 T:41:57 Released to Parent Agency (Closed OPM CISNS | SF86 e i 310/08 8:52:30
212890 | yyn 4152 Al Incomplete) [2008-07] NewTestGroup| o
cosT testlast, tesffirst 999-98- 3M11/09 6:19:18 OPMW CIS/NS | SF86 3/11/09 6:24:30
212960 (NMNG 2152 A Released to Parent Agency (Case Scheduled) [2008-07] Default AW (o
I] View AUB | Edit Comments | Frint Applicant Dsts | View Motices |

Cases Returned Unacceptable (Records 1 to 2 of 2)

Select a request from the table, then select an action from below

Reguest I0| Name SSH Status ISP/Form Grou Last Action Assignee|Select
PR, testlast, tesffirst 999-98- Released to Parent Agency (Returned OPM CISAS / SF86 [2008- 3/10/09 7:49:48
212921 ryray 4152 Unacceptable) 07] EacEns Al L
545 testlast, testfirst 999-98- Released to Parent Agency (Returned OPM CISNS [ SF86 [2008- ., - E S nAEE

g ey Group | 300/ 55
212914 NN 1152 Unacceptable) 07 MNewTestGroup | 2/9/09 2:04:55 PM (ol

View AUB Edit Comments View Notioss

Version: 2.00.14

Figure 4-39. Program Manager Main Menu
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4.6.1 Assign or Unassign a Request

Purpose:

To allocate unassigned investigation requests to Reviewers and Approvers, or to unassigned a
previously assigned investigation request. Only Program Managers have system authority for this
function.

Procedures for Locating and Assigning/Unassigning Requests (Figure 4-39):

1. Assign Request.

a. Locate the investigation request to assign from the Program Manager’s Main Menu
window, in the Oldest Unassigned Requests panel.

b. Make an assignment by clicking the drop down list in the “Assignee” column. The oldest
unassigned requests will be displayed at the top of the window.

c. Click the Assign Request button. The request will move to the Request Assignments |
Have Made panel.

2. Unassign Request.

a. Locate the investigation request to unassign from the Program Manager’s Main Menu
window, in the Request Assignments | Have Made panel.

b. Click the radio button in the “Select” column.

c. Click the Unassign Request button. The request will move to the Oldest Unassigned
Requests panel.

4.6.2 Change Assigned Group for a Request

Purpose:

To move an investigation request out of one group and into another. Only Program Manager’s
have system authority for this function. Note that this function is only available if the request has
been assigned to a group other than “Default”.

Procedures for Locating and Changing the Assigned Group for a Request:

1. Locate the investigation request requiring group reassignment from the Program Manager’s
Main Menu window, in the Request Assignments | Have Made panel.
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2. Click the Request Number hyperlink under the “Request ID” column. The Investigation
Request Summary window will appear.

3. Scroll down the screen until the Assignment Information area of the Settings panel comes
into view.

4. From the “Applicant Group” drop down list, select the desired group to which the request
should be assigned.

5. Click the Save Changes button. The system will display a confirmation message that the
data has been successfully modified.

4.6.3 Uncancel a Request
Purpose:

To uncancel a previously initiated and then cancelled request. Only Program Manager’s have
system authority for this function.

Procedures for Locating and Uncancelling a Request:

1. From the Manage Request sidebar panel, enter the request ID.
2. Click the Uncancel button.

3. The Select Requests window (Figure 4-40) will appear.

4. Click the “Select” checkbox and then click the Submit button.

5. The system will re-display the Main Menu with a message that the request was successfully
uncancelled.

6. Alternatively, if the request ID is not known, use the Advanced Search feature to locate any
and all requests that have previously been cancelled.
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| Logout
Select Requests

)'548)

J
Select Another Agency: @

Uncancel Request Hep Manage Request Help

Please select one or more requests from below and then press the “Submit button to perform the action. Enter an 35N or Request 1D,

then selectan action from
RequestID [Name 55N Status ISP/Form Group  |Last Action Select |below.

213027 testlast, testfirst (NN} 999-98-4152  |Pending Agency Review (CANCELLED) OPW CISANS 1 SFE6 [2008-07] Group2 |3/12/09 9:33:07 AM ] SSH: l_

Submit

Request ID: |

Select an action from below.
[Advenced S=arch

Version: 2.00.14

Figure 4-40. Select Requests Window

4.6.4 Locating Requests Currently in Another Agency
Purpose:

To locate and view request data outside the agency. Program Managers and Help Desk Users
have system authority for this function.

Procedures for Locating Requests Currently in Another Agency:

1. Locate the desired request by entering the SSN or Request ID in the Manage Request sidebar
panel. Click the View Request button.

2. The system will display the desired request even if it is outside the Program Manager’s
agency.

4.6.5 Approve Authentication Reset
Purpose:

To approve resetting of a user’s or applicant’s golden questions and answers to system defaults.
Only Program Manager’s have system authority for this function.

Procedures for Approving Authentication Reset:

1. From the Main Menu, locate the Pending Authentication Resets panel.
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Enter comments as appropriate in the “Approver Comment” text entry box and click the
“Select” checkbox.

Click the Approve Reset button or the Reject Reset button as needed.

The system will display a message that the approval or rejection of the authentication reset
has been successful.
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4.7 Business Manager Functions

This section illustrates the functions that a Business Manager can perform. Figure 4-41 below
shows the Business Manager’s Main Menu. The screen displayed when the View Reports
button is clicked gives Business Managers access to reports about their agency, including sub-
agencies where applicable. Only the Business Manager has system authority for functions in this
section. Business Managers have no system authority for other functions listed elsewhere in this
manual.

Note that the reports are best viewed on screen using the Internet Explorer™ (IE) web browser.
The examples shown in the figures below were created using IE.

elcome to &-QIF . Select a function displayed on the right side of the screen.

Figure 4-41. Business Manager Main Menu

4.7.1 View Reports

Procedures for Viewing Reports:

1. Click the View Reports button.

2. The View Reports window (Figure 4-42) will appear.

3. Select the desired report from the Report Type sub-panel in the “Select Report” drop down
list.

4. Select the agency from the Agency Hierarchy sub-panel for which you desire the report.
Note that the report will contain information about the selected agency and all of its child
agencies. The agency report hierarchy may be expanded by clicking the “+” sign next to the
agency name.
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hiain Menu | Logout
View Reports

Select Another £

Report Criteria Help General Help

Select a report type, then select an agency frorn the agency listing below. Finally, elick the 'Submit' button to generate the report Selectan action from below.

Repart Type
Select Report: | Agency Request Status Counts %
Agency Hierarchy
@+ Fran Sub Contractor 77078

Submit I

Figure 4-42. View Reports Selection Window

5. When you are finished and ready to proceed, click the Submit button. The report will appear
in a new window. Note that the agency hierarchy reflected on each of the standard reports
illustrated below may be expanded or collapsed by clicking the Show All or Hide All
hyperlinks, as desired.

6. If the “Agency Request Status Counts” report is selected, the output will appear as in Figure
4-43 below.

Request Status Counts
Decernber 1, 2005 15:33:29

Shaw All | Hide all

rarent IDFID]

— Frances Test Agency [26]

— Frances Pass-Thru [26/77] 1] 18 1] o] 1] 1] o] 15 1] 1]
= Fran Sub Contractor [77/78] 18 i1s 1] 1] 1] ol 18 18 1] 1]

Figure 4-43. Request Status Counts Report
7. If the “Agency User Role Counts” report is selected, the output will appear as in Figure 4-44.
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Agency User Role Counts
December 1, 2005 15:34:18

Shaw all | Hide all

o Eo

o
T T

— Frances Test Agency [26]
— Frances Pass-Thru [26/77] 1 3 3
- Fran Sub Contractor [77 /78] 2 2 1] o 1 1 2 2l 2 2 2 2 1 i 2 2

Figure 4-44. Agency User Role Counts

8. If the “Request Event Counts” report is selected, the output will appear as in Figure 4-45.

Request Event Counts
April 29, 2008 12:48:42

Show All | Hide All

qu

rm Data Ag

Agency Hierarchy [Parent .
ID/1D] Farm [Version]

ent R
d Fr

i

@

qu
gan Ed

ant Be
ant Certifi
sed To Pa

0
i

+ Tom's Agency [548] Tota)
SF86 [1995-09] 14 464
SFa6 [2008-07]

SF85P+85P-5 [1995-09]

222,
43|

SFa5P [1995-09] 77|

SFB5 [1995-09]
SF85 [2008-07]
SF714 [2005-05]

122

O H o o ko N oA
O B O O R O N A

Figure 4-45. Request Event Counts
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4.8 Agency Help Desk Functions

This section explains options (excluding help desk roles shared by Initiators and Program Managers
already explained in previous sections) available to the Agency Help Desk. After a user who has
the Agency Help Desk role successfully logs in, the system will display a window as shown in
Figure 4-46, the Help Desk Main Menu. Users who have the Agency Help Desk role have the
following capabilities:

e Perform one-person Golden Question resets for an applicant who has an active request in the
agency the Agency Help Desk individual is assigned to or a subordinate agency.

Note that Agency Help Desk users CANNOT reset
Golden Questions for agency users; nor can they reset
Golden Questions for an agency user who also happens
to be an applicant.

e Use the Advanced Search feature to locate specific requests.

e Can view the status (Investigation Request Summary) for requests in the agency they are assigned
to (see paragraph 4.3.3) or a subordinate agency (see paragraph 4.6.4).

My Latest Authentication Resets Help Manage User

Review your most recent authentication resets in the list below, Enter an 55N, then select
an action fram below.

SSN: |

|Name SSN |Reguesied By ‘Date ueued
| W records were found to dispiay:

Manage Request Helo

Enter an 58N or Request 1D,
then select an action from

sw 1

General Help

Select an action fram below.

dvanced Search

Figure 4-46. Help Desk Main Menu
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4.8.1 Reset Golden Questions and Golden Answers for an Applicant
Purpose:

Reset applicants’ Golden Questions and Answers to the original default values (last name, city of
birth, and four-digit birth year).

Procedures for Resetting Golden Questions and Golden Answers:

1. From the Main Menu, enter the SSN for the applicant who needs the reset. The applicant
must have a request that has not been released to the agency to which you are assigned, or the
applicant must have an active request in any subordinate agency to yours.

2. The system will display the Authentication Reset window (Figure 4-47). Review the data in
the User Information sub-panel of the Confirm Authentication Reset panel to ensure that the correct
applicant’s data is displayed.

3. Enter comments in the Authentication Reset Comments sub-panel of the Confirm Authentication
Reset panel, as required.

4. Click the Submit button.

Authentication Reset

Confirm Authentication Reset Hele Manage User Help

Review the following information ahout the user, then click the 'Subimit' button to perform the authentication reset. Enter an S5M, then select
an action from below.

User Information

Social Security Number 933-98-4323 m
Full Name Tester, ¥olfgang Amadeus
Date of Birth 08/30/1963
Place of Birth Jeffersonville {Clark County), IM Manage Request Hela
E-Mail jjli@comcastnet

Enter an S5M ar Request D,

Authentication Reset Comments then select an action from
Below.
SSN:
Comments Request ID:
[iew Request |
[ Submit |
Select an action from below.

Figure 4-47. Authentication Reset Window
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4.8.2 Advanced Search

Purpose:

The Advanced Search feature allows users to locate a particular investigation request when the
specific SSN is not known. This feature is particularly useful for the Agency Help Desk, but is
also available to Initiators, Reviewers, Approvers, and Program Managers.

1. Click the Advanced Search button in the General sidebar panel.

2. The system will display the Advanced Search window (Figure 4-48). This window will
allow you to search for investigation requests using specific criteria.

Advanced Search

Search Criteria Helo Manage User Help

Provide the request search criteria below and then click the 'Submit' button Enter an 551, then select
an action from below.
=que:

Group(s)

Request Status

Enter an 38N or Reguest 1D,
then selact an action from
below.

Activity Date Ranges

With Last Activity On or After v v
With Last Activity Before - -

SFEGP+E5P-S [1005-00]
SFE5 [1985-09]
SF26 [1005-00]
SFESF [1995-09] Edit?View AUB

OFM CISAS
Selectan action from below.
[2dvanced Search

It ass Initiation

Frint Applicant Data

Assignment Status O assigned O MotAssigned & Al
Cancellation Status O Cancelled O MotGancelled @ Al

Name 25t First
Tofind by name, enter at least the first few characters of last and/or first name. {e.g., Enter "Har" to locate "Harris," "Har," "Hariey," etc.)

Initigtion Status O Initiated in this Agency O Mot Initiated in this Agency @ Al

Last First

Assignee Name
Tofind by name, enter at least the first few characters of last and/or first name. {e.g., Enter "Har" to locate "Harris," "Har," "Hariey," etc.)

SortBy | STATE CHANGE DATE + | DESCENDING v
Then By ~ ~
Then By v »

Number of requests to display per page il .
The maximurm valuais 100

Submit | Reset

Figure 4-48. Advanced Search Window
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3. Select search criteria :

j.

Groups — To select multiple groups, hold down the “Ctrl” key and select the desired
groups. Multiple groups can also be selected by holding down the “Shift” key and
selecting consecutive groups.

Request Status — Select one or more states from the selection list titled “Request Status.”
To select multiple states, hold down the “Ctrl” key and select the desired states. Multiple
states can also be selected by holding down the “Shift” key and selecting consecutive
states. For "Released to ISP" status, only a single request state may be selected. Multiple
selections are not allowed.

Activity Date Ranges — Provide responses for the “With Last Activity On or After” and
“With Last Activity Before” fields.

Form(s) — Select one or more forms from the selection list titled “Form(s).” To select
multiple forms, hold down the “Ctrl” key and select the desired forms. Multiple forms
can also be selected by holding down the “Shift” key and selecting consecutive forms.

Investigation Provider(s) — Select one or more ISPs from the selection list titled
“Investigation Provider(s).” To select multiple ISPs, hold down the “Ctrl” key and select
the desired multiple ISPs.

Assignment and Cancellation Properties — Select the desired radio buttons for the
fields titled “Assignment Status” and “Cancellation Status,” respectively.

Applicant Name — Provide just the last name in the field called “Applicant Name.” You
can also narrow your search by first name by either inputting first name in addition to last
name or just typing in the first name. Note that “%” and “*” are treated as wildcards.

For example, to search for all Applicants whose names start with “Jo”, enter “Jo%” or
“JOo*” in the text field.

Miscellaneous Request Properties — Select the desired radio button by the field titled
“Initiation Status.” Narrow your search by last name by providing just the last name in
the field called “Assignee Name.” Narrow your search by first name by either inputting
first name in addition to last name or just typing in the first name.

Sort Order — Select the desired sort order of the search results by choosing the first,
second and third level sort preferences in the section titled “Sort Order.”

Results Per Page — Select the desired number of requests to display per page.

4. Click the Submit button.

5. The system will display the Advanced Search Results window, shown in Figure 4-49.
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6. Select the desired request to view.

Advanced Search Results
E_eqm Name SH Status ISP Form Group %Siton Assignee [Actior Er?tsgt?onnsfrsorﬁﬁ tg:lr;vifalect
Rejected to SSN:
. - Applicant, OPM CISAS | 521107
G |l SRS | Stk Initiated New | SFas [1995-09] |CBRUT 55537 A
{REJECTED)
Rejected to
. 10125106
LastMame, e Applicant, OFM CISHNS T 4
BBIS I Ep 4152 M 993-98-4152 Initiated New | 5Fg6 [1895-0g] | DU 119443 Manage Request e
{REJECTED) =
Rejected to 1 0125/06 Enter an S5M or Reguest 1D,
Lastiame, LEEL Applicant, OPM CISHNS | = then select an action fram
B3784 I Ep 4152 M jr St 2 Initiated New | 5Fg6 [1995-0g] | 22| 122850 below.
{REJECTED) <
Rejected to OPM CISNS / R s“D.
LastMame, e Applicant, _ 10625106 aque :
BBOT I Ep gq 52 M 993-98-4152 Initiated New gg]SSP (1885 Default) 451 an —
(REJECTED) |In|t|ate Request
Rejected to |Vie"" Request
LastMame, LEEL Applicant, OPM CISHNS | 10i25/06 Cancel Request
B4588 | Ey 4152 M jr St 2 Initiated New | SFas [1995-09] |PBRUT 643732 A | _
(REJECTED) |Ed|t Comments
Rejected to |PrintAppIicant Data
LastMame, e Applicant, QPM CISNS T 10r25106 Editiew ALB
B58B | Ey 4q52 e 993-98-4152 Intiated New | SFas (109509 |PBRUT 535730 A [
{REJECTED)
i General
siray |Lastiame, ss094153 Appicant. |opwoinsy | [101208
= |FM_4152 Mjr Initiated Mew SF86 [1995-049] P.M . Select an action from below:,
{REJECTED)
d ds h
Rejected to 9128106 | =
Lastiame, o Applicant, OPM CISAS 1 . Mass Initiation
B1985 | En 4152 M jr 993-98-4152 Initiated New | 5Fa6 [19as-0g] DI 24602
{REJECTED)
Rejected to
Lastiame, LEEL Applicant, QPM CISNS T Q2806
B2853 | En 4152 M jr St 2 Initiated New | SFas [1995-09] |PERUT 553045 an
{REJECTED)
Rejected to
sa24g  |iBstname, first4151 |999-g5- applicant, OPMCISIS ! o |ar25i06
LEEL I P 4151_DELETED_208 |Initiated Mew | SF86 [1995-09] 8:30:23 AM
{REJECTED)
Rejected to
sa09 |lastname, first4151 |999-g8- Applicant, OPMCISNS ! o |ar25i06
LEEVE I P 4151_DELETED_208 |Initiated Mew | SF86 [1995-09] 8:18:21 AM
{REJECTED)
Rejected to
. OPM CISAS | 4/19/06
4ogog | LMAUOGENerated, o0 qo 4qee Applicant, SFBSP+B5P-S | Default|10:47:21
Fr_4155 W jr Initiated Mew [1995-08] A
{REJECTED)
Rejected to 419106
LMAutoGenerated, LEEL Applicant, OPM CISHNS | =
48884 by 4155 M jr St Initiated New | SFg6 [1995-0g] | 22U 1 a0
{REJECTED)
Investigation Requests (Records 1 to 13 of 13)
Submit I

Figure 4-49. Advanced Search Results Window
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4.8.2.1 Create Comma-Separated Values File for Advanced Search Data

Purpose:

The CSV (comma-separated values) file function allows users to save the results of an advanced

search as a data table.

Procedure for Creating and Saving a CSV File:

1. Click the CSV hyperlink on the Advanced Search Results window (Figure 4-49).

2. Respond to the “File Download” dialogue box by clicking the Open or the Save button.

a. Select Open to display a spreadsheet (Figure 4-50).

b. Select Save to save the spreadsheet to a file.

The system is set with a maximum number of records for each CSV file. If the search returns
more than the designated maximum number of records per file, the system will display links to
multiple files containing the data.

49893 LMAUtoGenerated, FN_4155 M jr |999-98-4155

Released to Parent Agency

OFM CISAS / SFE6 [1995 Default

Figure 4-50. Comma-Separated Values Spreadsheet
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04/19/2006 10:56

A | B | C D E [ F ] G | H ]
1 |Request ID Mame 55N Status ISP / Form Group Last Action Agsignes
2| 170966 LastMame, FN_4152 M jr 999-98-4152 Released to Parent Agency | STATE/DS / SF8E [1995-C Default 05/21/2007 09:15
3| B4619 LastMame, FN_4152 M jr 999-98-4152 Released to Parent Agency | OPM CISAS / SFBE [1995 Default 01/30/2007 13:00
4| 50762 LastMame, FN_4152 M jr 999-95-4152 Released to Parent Agency (OPM CISAS / SFE6 [1995 Default 05/22£2006 10:53
g
B |



Appendix A. Pass Through Agencies

For many Marine Corps agencies, all or most of the required hierarchy has already been
established. For structure that has not been established, the following is provided to assist units
in determining pass through agency requirements.

When creating or adding to an agency’s hierarchy the Agency Administrator will be asked
whether to designate the new agency as a “pass through” agency. A pass through agency does
not perform review and approval of requests. Designating an agency as a pass through agency
allows higher headquarters to have visibility of subordinate unit’s investigations, but does not
impede or delay submission and processing. Pass through agencies allow for decentralized
command and control of the investigation initiation process. Note that any investigation
submitted into a structure that routes the investigation into a non-pass through agency will stop at
the non-pass through agency until reviewer or approver action is taken at the agency. A typical
hierarchy is set up so that the lowest level of any organization can initiate, review, and approve
requests directly to ISP/OPM without being delayed at a higher headquarters. Figure A-1 depicts
the hierarchy, including pass through agencies, for infantry battalions of 2d Marine Regiment
and limited partial hierarchies for adjacent commands. (Some organizations omitted for clarity).

HOMC PT

MarForCom
HQMC | br
MarForCom I MEF PT ‘
l |
| | | | 1 - 1 .
Il MEF 2dMAW PT | 2d MLG PT 2d r\gier
L L \_|_
I I | | | | 1
2D MAW 2d MLG 2d MarDiv 2d Marines = | 6th Marines
PT | PT
1
I | T 1
2d Marines 1/2PT | 2/2PT 3/2PT
1/2 | 2/2 3/2

Figure A-1. Sample Hierarchy

In the figure, infantry battalions 1/2, 2/2, and 3/2 are child agencies of 1/2 pass through, 2/2 pass
through, and 3/2 pass through respectively. Concurrently, 2d Marines, 1/2 pass through, 2/2 pass
through, and 3/2 pass through are child agencies of 2d Marines pass through. This pattern
replicates through the chain of command and in adjacent organizations. Note that the pass
through agency is always the “parent” of the agency of the same name. Under this structure an
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investigation initiated, reviewed, and approved at 3/2, as long as correct, would go directly to
OPM without delay. This is so because 3/2 feeds into 3/2 pass through, which feeds into 2d
Marines pass through, which feeds into 2d Marine Division pass through, which feeds into 11
MEF pass through, which feeds into the Marine Forces Command and then HQMC pass through
which then goes directly to OPM. Developing hierarchy in this manner gives every intervening
command the ability to view investigations, but does not delay processing. Note that the same is
true no matter where in the hierarchy the investigation is initiated. Investigations initiated at 2d
Marines, 2d Marine Division or Il MEF all feed into parent pass through agencies. This is the
preferred structure, but it is not mandatory that structure be developed this way. Don’t forget
that once added a child agency cannot be deleted.
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